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The information contained in this document is subject to change without notice
and may not be suitable for all applications. While every precaution has been
taken to ensure the accuracy and completeness of this document, Vertiv
assumes no responsibility and disclaims all liability for damages result from use
of this information or for any errors or omissions.

Refer to local regulations and building codes relating to the application,
installation, and operation of this product. The consulting engineer, installer,
and/or end user is responsible for compliance with all applicable laws and
regulations relation to the application, installation, and operation of this product.

The products covered by this instruction manual are manufactured and/or sold
by Vertiv. This document is the property of Vertiv and contains confidential and
proprietary information owned by Vertiv. Any copying, use, or disclosure of it
without the written permission of Vertiv is strictly prohibited.

Names of companies and products are trademarks or registered trademarks of
the respective companies. Any questions regarding usage of trademark names
should be directed to the original manufacturer.

Technical Support Site

If you encounter any installation or operational issues with your product, check the pertinent section of this
manual to see if the issue can be resolved by following outlined procedures.

Visit https://www.vertiv.com/en-us/support/ for additional assistance.
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1 Software Introduction

Vertiv™ Power Insight is a web browser-based monitoring software for UPS, PDU facilities and equipment, and is a platform to
view power status, alarms, and trends. It can support the access of up to 100 UPS\PDU and other facilities and equipment.

11 Function

Power Insight 3.0 and later versions have the following features and benefits:

Centralized management and monitoring of power supply equipment.

Automatically discover and monitor device status.

Email and SMS notifications triggered by device alarms.

Protect the server by notifying the server to shut down in advance in case of an accident.

Shutdown scripts are supported, and any customized scripts can be executed before shutdown according to
actual needs.

Redundant shutdown, the server is shut down when the server is jointly powered by multiple UPSs and all UPSs
trigger the server to shutdown.

Support multi-user management.
The Ul interface is optimized.
Calculate the power and electricity costs of power supply equipment.

Manage server devices connected to power supply devices in batches.

1 Software Introduction Proprietary and Confidential ©2025 Vertiv Group Corp. 1
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2 Software Installation

2.1 Installation Requirements

2.1.1 Hardware

e Minimum configuration

e CPU:4cores

e Memory:8GB

e Hard Disk: 256 GB of free disk space
e Recommended configuration

e CPU:8cores

e Memory:8GB

e Hard disk: 2T free disk space

NOTE: It is recommended that 2 TB space is required to store data of one year operation and historical data retention
age.

2.1.2 Software

Vertiv™™ Power Insight supported 64-bit operating system.

e  B4-bit operating systems supported by Power Insight:
¢ Microsoft Windows® 10 and 11
e Microsoft Windows Server® 2016, 2019 and 2022
e Red Hat® Enterprise Linux® 7.1 (with GUD, 7.9 (requires networking)
o Supported browsers by Power Insight:
e Google Chrome™ 55 or above (desktop and tablet)
e Microsoft Edge 38 or later (desktop)
e Firefox® 51 or above (desktop)
e  Operating systems supported by the Automation Agent (for server shutdown functions):
e Microsoft Windows® 7,8.1,and 10
e Microsoft Windows Server® 2008 R2, 2012 R2, and 2016
e Microsoft Hyper-V Server® 2012 R2 and 2016
e RedHat®Enterprise Linux®6.7,6.9,and 7.1to 7.4

NOTE: The shutdown function supports virtual machines: VMWare ESXi 5.5, 6.0, and 6.5, but there is no need to install
the Automation Agent for virtual machines.

NOTE: x64-bit only support for Hyper-V and Red Hat systems.

2.2 Software Downloads

The following sections provide instructions on how to register an official account and download Vertiv™ Power Insight and
Automation Agent.

2 Software Installation Proprietary and Confidential ©2025 Vertiv Group Corp. 3
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2.2.1 Account registration

If you don't have a Vertiv account, you will need to register on the official Vertiv website. Once you have registered, you will be
able to download the latest version of the program.

Registration Steps

NOTE: The official website of the Chinese version does not provide a download page for Vertiv™ Power Insight for the
time being. If necessary, you can switch the official website to the English version or contact customer service. The
following steps are based on the English version.

1. From a web browser, navigate to the www.vertiv.com and hover your mouse over the Support tab.

2. Click Software/Firmware Updates and click the Software Product Downloads menu option. The Software
Download page appears.

Figure 2.1 Software Download Page

QVER‘I‘IV. Products & Services  Solutions  Support  About  Partners  Investors  Contact

Clear AlFiters 13 Search Results
Search within Refine search

Q

SOFTWARE & FIRMWARE €3 || SOFTWARE £ Sotby: M v

1-100f 13 Results | Show 10 | 25 | 50 | Al CPreviousPage 12 NextPage)

Trellis™ Power Insight and Vertiv™ Power Assist Software Downloads
Refine by

CONTENT TYPE -

Alber CRT 400 - Software Downloads

Trellis™ Enterprise Software Downloads

3. Find Power Insight Software Downloads on the page and click on it. Go to the following page:
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SOFTWARE AND FIRMWARE
Trellis™ Power Insight a complimentary web-based software
designed to monitor up to 100 Vertiv™ UPSs and rPDUs.

To successfully install the ltest version of the application you must:

* Ragister on Vertiv™ softwars downloads portal

* Download and install the Treffis™ Power Insight

ATTENTION: To upgrade the Traflis™ Power Insight, please read the all instructions linked below:

Users with version 2.1 only MUST FOLLOW ALL UPGRADE INSTRUCTIONS outlined in the: Power
Insight User Guide, section 25 page 8.

Users with version 2.0 or lower vill ne=d to uninstsll their current version of Power Insight and
reinstall Power Insight 22

Register  Login

Latest Releases

Tredis™ Power Insight
Application

Installer (Windows)

Installer (Linwd)

Treffis™ Automation Agent (Linux
Shutdown)

Treffis™ Automation Agent
Windows Shutdown)

TreHis™ Automation Agent
Windows x86 Shutdown)

Release
Version
and Date

V221

March 21,
2019

Release Notes

Power Insight 230 Windows.zip

Power Insight 230 Linux zip

trelis-automation-agent-installer-
MOHinuxta
MDS Checksum

trelis-automation-agent-installer-
AM.0-windows
MD5 Checksum

trellis-automation-agent-installer-
1M.0-windows_
MDS Checksum

4. Click on the object you want to download at the bottom of the green box. A small window will take you to the

2 Software Installation

login page.
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Figure 2.3 Log In Page

SOFTWARE AND FIRMWARE
Trellis™ Power Insight a complimentary web-based software
designed to monitor up to 100 Vertiv™ UPSs and rPDUs.

To successfully install the latest version of the application you must:

+ Register on Vertiv™ software downloads portal
+ Download and install the Trellis™ Power Insight
ATTENTION: To upgrade the Trellis™ Power Insight, please read the all instructions linked below.

Users with version 2.1 only MUST FOLLOW ALL UPGRADE INSTRUCTIONS outlined in the: Power
Insight User Guide, section 2.5 page 8.

Users with version 2.0 or lower will need to uninstall their current version of Power Insight and
reinstall Power Insight 2.2.

Register Log im

Login.

Please login to verify your access to Software files.

WARNING: Your account will be locked after 5 incorrect login attempts. Please Click “Forgotten Username or
Password”™ to recover your credentials, if needed.

Create an Account -

5. Click Register in the upper right corner previous to Log in. The browser appears a new window as shown in
Figure 2.4 on the facing page.

Enter the mandatory field details (fields marked by red asterisk are mandatory) and click / agree to the Terms of
Use. Click the Create Account.
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Figure 2.4 Registration Page

Register  Login

Create an Account for Infrastructure Management Software Downloads

User name * Password *

Confirm password *

Email address *

Title FirstName Last Name *

please-select

Company *

Language Country *

English v | pleaseselect

Address *

city - US state Postal Code *

please-seiect

Telephone * Fax Number

I agiree to the Terms of Use *

* Required Fields

6. An activation code is sent to the email address you provided. Check your email.

7. Enter the activation code in the Code field on the Create an Account for Infrastructure Management Software
registration form and click Submit.

8. Registration is completed.

2.2.2 Download

1. Access the page of Vertiv™ Power Insight Software Downloads by following the registration process mentioned
in Account registration on page 4.

2. Click Log Inin the upper right corner next to Register. A new window will appear in the browser as shown in
Figure 25 on the next page.
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Figure 2.5 Log In Page

Hi, Latest Releases

Log off

Login.

Please login to verify your access to Software files.

The user name field is required.
2 | Username &

a Password The password field is required.
S

WARNING: Your account will be locked after 5 incorrect login attempts. Please Click “"Forgotten Username or
Password” to recover your credentials, if needed.

Forgotten Username or Password?

Create an Account

3. After entering the previously registered username and password, click the LOG IN. Go to the download page. See

Figure 2.6 below.

Figure 2.6 Latest Releases Software Download Page

Release Version
Product i —
V221
Troflis™ Power Insight Application Release Notes

March 21, 2019

V221

Installer (Windows) March 21, 2079 Power Insight 220 Windows.zip
V221

Installer (Linux Power Insight 22,0 Linux.zip

March 21, 2019

Trefis™ Automation Agent (Linux Shutd -
relfs™ Automation Agent (Linux Shutdown) October 05,2078 MDS Checksum

Treliis™ Automation Agent (Windows Shutd -
relfs™ Automation Agent (Windows Shutdown) October 05,2078 MDS Checksum

Treflis™ Automation Agent (Windows xB6 Shutd
relfs™ Automation Agent (Windows xB6 Shutdown) o\ o 05,2018 MDS Ghecksum

trallis-automation-agent-installer-11.0-linux.ta

trallis-automation-agent-installer-11.0-windows.

trellis-automation-agent-installer-11.0-windows _

4. Depending on the operating system, click the link to download the corresponding software versions.

Proprietary and Confidential ©2025 Vertiv Group Corp.
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Table 2.1 Software Version

Software Name Operating System System Installation Package
Windows Power Insight 3.0.0 Windows.zip
Vertiv™ Power Insight
Linux Power Insight 3.0.0 Linux.zip
Windows 32-bit operating system trellis-automation-agent-installer-2.5.1-windows_x86.zip
Automation Agent Windows 64-bit operating system trellis-automation-agent-installer-2.5.1-windows zip
Linux trellis-automation-agent-installer-2.5.1-linux.tar.gz

NOTE: For the specific operating system version, refer to Software on page 3 for the list of supported versions.

5. Wait for the download to complete.

2.3 Software Installation

2.3.1 Power Insight Installation

NOTE: Redhat 7.9 (with GUI) requires an internet connection to be installed if it has a license.
To install the application on the Windows operating system:
NOTE: You must be logged in as a local administration.

1. Goto the folder where Power Insight 2.3.0 Windows.zip is stored.
2. Double-click the Trellispowerinsightinstaller.exe file in the compressed file.

3. Select the preferred language from the drop-down list and click OK.

Figure 2.7 Power Insight Welcome Page

Welcome ¢ VERTIV.
to the

Power Insight

The easy way to manage UPS

English -

4. Click Next on the introduction interface.
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Figure 2.8 Introduction Page

Power Insight -— x
Introduction
Welcome to the Power Insight v 2.3.0.0 Setup wizard.

This installer will guide you through the steps required to install the product on your
computer.

Itis recommended you close all other application before starting the install.

ONORONORONORONOROR®

InstallAnywhere

Cancel Previous Mext

Click the checkbox to accept the license agreement and click Next.

6. Select the radio button for a typical installation. If you select a typical installation, proceed to step 9.
-Or-

Select the radio button for customized installation and click Next.

10 Proprietary and Confidential ©2025 Vertiv Group Corp. 2 Software Installation
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Figure 2.9 Installation Type Page

Power Insight -

Installation type

& Introduction

& License agreement Select Typical for a prompt free installation

Select'Custom’ to change default parameters

O

O

O

O

e (@ Typical
@) () Custom
O

O

InstallAnywhere

Cancel Previous

Enter the installation path of the program installation directory and click Next.
Enter the location of the data storage directory and click Next.
Select the shortcut folder and click Next.

10. Enter the parameters and click Next.

2 Software Installation Proprietary and Confidential ©2025 Vertiv Group Corp. M
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Figure 2.10 Parameter Setup Page

O
@
@

Cancel

G License agreement
& Installation type database
& Choose install folders

& Choose data folder

& Choose shortcut folder

Power Insight

Choose parameters

& Introduction

@ Choose user/igroup

Database port 27017
Database admin mtpadmin
Database admin password admin
Database user mtpuser
Database user password Passwird
Service port 8443

InstallAnywhere

Previous

Enter the following information to configure the Power Insight services and its

- X

Table 2.2 Parameters and Description

Parameters

Description

T

Value

Database port The default port used by the database. Make sure that the selected port is not in use. 27017
Database admin | Administrator of the database. mtpadmin
Database admin | The password shall be at least 8-16 characters long and shall use a combination of upper case letters, lower case
password letters, numbers, and special characters. Special characters only support |@#%"&*
Database user The owner of the database. mtpuser
Database user The password of the database owner. The password shall be at least 8 to 16 characters long and shall use a
u

combination of upper case letters, lower case letters, numbers, and special characters. Special characters only support -
password en

1@#%"&
Server port The port on which the service runs. Make sure that the selected port is not in use. 8443

NOTE: If there is a port error, you will be prompted to change the port.

1. Click the Install in the pre-installation window.

Proprietary and Confidential ©2025 Vertiv Group Corp.
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Figure 2.11 Pre-installation Summary Page

Power Insight — x
Pre-installation summary
G Introduction Please review the following before continuing:
& License agreement -
& Installation type FITLIE] Ha_me:
Powerlinsight
& Choose install folders
& Choose data folder Install Folder:
0 Choose shorteut folder CiProgram Files\Trellis Application Manager
# Choose user/group Shortcut Folder:
& Choose parameters C\Usersifeng jianmin barmytAppData\Roaming\WicrosofWindows\Start Menu\Pro:
Data Folder
O CiUsers\DefaulbAppDataiLocal\Powerlnsight
O
Configuration Folder
C\Program Files\Trellis Application Managericonfig
Database IP
127001 W
< >
InstallAnywhere
Cancel Previous

12. Onceinstalled, click Done. Shortcuts are added to the location selected during the installation process.
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Figure 2.12 Installation Completion Page

Power Insight

- X
Install complete

& Introduction Congratulations! Power Insight has been successfully installed to:
& License agreement

& Installation type
& Choose install folders

C:\Program Files\Trellis Application Manager

However, the initialization is taking longer than expected. Please, consult the
Q Choose data folder documentation for further troubleshooting.

& Choose shortcut folder

Press "Done™ to quit the installer.
& Choose user/group

& Choose parameters

& Pre-installation summary
& Installing...

InstallAnywhere

Cance Previous

To install the application on a Linux operating system:
NOTE: You must have root privileges to install the application.

NOTE: During custom installation, the data storage directory and its parent directory entered by the user must have
the 755 permissions, otherwise the Vertiv™ Power Insight cannot be used normally.

1. Go to the folder where Power Insight 3.0.0 Windows.tar.gz is stored.
2. Extract the installer from the tar.gz file.

3. Open the terminal window.

4. Navigate to the directory where the installation files are installed.

5

If you log in to the terminal as the root user, enter ./trellispowerinsightinstaller.bin and press enter key.
_Or_
If you have Superuser (SUDO) privileges, enter sudo ./trellispowerinsightinstaller.bin and press enter key.

6. Ifyou are logged in to the graphical user interface (GUD) as a root user, enter ./trellispowerinsightinstaller.bin -i
gui and press enter key.

-Or-

If you have SUDO privileges, enter sudo ./trellispowerinsightinstaller.bin -i gui and press enter key.

14 Proprietary and Confidential ©2025 Vertiv Group Corp. 2 Software Installation



Vertiv™ Power Insight v3.0 User Manual

For more information about the GUI installation steps, refer to the Power Insight Installation on page 9 section, and the
following installation steps are based on the terminal window.

7. Install the dependencies and press enter key.
Figure 2.13 Installing the Dependencies Page

[root@localhost PI]# ./vertiv-powerinsight-installer.bin

Preparing to install

Extracting the JRE from the installer archive...

Unpacking the JRE...

Extracting the installation resources from the installer archive...
configuring the installer for this system's environment...

Launching installer...

Welcome to the Power Insight v2.3.0.0 Setup wizard.

This installer will guide you through the steps required to install the
product on your computer.

It is strongly recommended that you quit all programs before continuing with
this installation.

Respond to each prompt to proceed to the next step in the installation.
If you want to change something on a previous step, type 'back'.
You may cancel this installation at any time by typing 'quit'.

PRESS <ENTER= TO CONTINUE: JJ

8. Read the end user license agreement (EULA) and enter Y to accept the license terms

2 Software Installation Proprietary and Confidential ©2025 Vertiv Group Corp. 15
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Figure 2.14 License Agreement Page

Installation and use of Power Insight requires acceptance of the following
license agreement:

APPLICATION FRAMEWORK Software
End-User License Agreement

The Application Framework and the associated Application Modules and Symbols
(the "SOFTWARE PRODUCT") from Vertiv ("Vertiv") are licensed as set forth in
this

IMPORTANT: READ CAREFULLY - THIS EULA IS A LEGAL AGREEMENT BETWEEN THE COMPANY
YOU REPRESENT AND Vertiv (OR, YOU IF YOU ARE AN INDIVIDUAL END USER, THIS IS
AN AGREEMENT BETWEEN YOU AND Vertiv) FOR THE SOFTWARE PRODUCT IDENTIFIED
ABOVE, WHICH PRODUCT INCLUDES COMPUTER SOFTWARE AND MAY INCLUDE ASSOCIATED
MEDIA, PRINTED MATERIALS, AND ONLINE OR ELECTRONIC DOCUMENTATION (THE
"SOFTWARE PRODUCT"). BY CLICKING THE CEPT BUTTON OR BY INSTALLING OR
OTHERWISE USING THE SOFTWARE PRODUCT, YOU AGREE TO BE BOUND BY THE TERMS OF
THIS EULA. IF YOU DO NOT AGREE TO THE TERMS OF THIS EULA, THEN DO NOT INSTALL
OR USE THE SOFTWARE PRODUCT. INSTEAD, YOU MAY, IF YOU ARE THE ORIGIMAL
PURCHASER OF THE SOFTWARE PRODUCT, RETURN THE UNOPENED SOFTWARE PACKET(S) AND
ANY ACCOMPANYING WRITTEN MATERIALS TO THE PLACE OF PURCHASE FOR A FULL REFUND.

1. License Grant. Subject to the payment of the applicable license fees, and
subject to the terms and conditions of this EULA, Vertiv hereby grants you the
following nonexclusive, nontransferable, nonsublicensable rights:

1.3 S5ingle Instance License. You may install and use one instance of the

PRESS =<ENTER= TO CONTINUE: [J

9. Select the installation mode. If you select a typical installation, enter 1, press enter key, and skip to step 9.
_Or_
If you select Custom Installation, enter 2 and press enter key.

Figure 2.15 Installation Type Page

Select 'Typical' for a prompt free installation
Select 'Custom’' to change default parameters

Typical
Custom

ENTER THE NUMBER FOR YOUR CHOICE, OR PRESS <ENTER= TO ACCEPT THE DEFAULT: I

10. Enter the location of the program installation directory and press the enter key.
1. Enter the location of the data storage directory and press the enter key.

12. Select the shortcut folder and press enterkey.
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13. Enter the user/group, first enter the username, press the enter key, enter the group name, and press the enter
key.

14. Select the parameters and enter the relevant parameters and refer to Table 22 on page 12 for specific parameter
meanings.

15.  After confirming the installation path again, press the enter key to start the installation.

Figure 2.16 Ready to Install Page

Ready to install Power Insight onto your system at the following location:

Jopt/trellisappmgr

PRESS <ENTER= TO INSTALL: I

NOTE: If there is a port error, you will be prompted to change the port.
16. After the installation is completed, press the enter key.

NOTE: A /var/opt/trellisappmgr directory will be created during installation. The log files are stored in this directory.

2.3.2 Trellis™ Automation Agent Installation

The Automation Agent is installed on the remote server that needs to be shut down and is used to accept scripts and
shutdown instructions from Vertiv™ Power Insight. The new Power Insight can only use the new automation agent, and the old
agent is not supported.

To install the Automation Agent on the Windows server side:

1. Login to the server with administrative privileges.

2. Find the downloaded installation package and unzip the file. Double-click trellis-automation-agent-install.exe.

NOTE: If you are Microsoft® Windows Server® or Microsoft® Hyper-V Server® operating system, log in, navigate to the
installation file directory, type trellis-automation-agent-install.exe, and press enter key.

3. Select Chinese and English. Enter 1 for English language and press enter key. Enter 2 for Chinese language and
press enter key.

Read the end user license agreement (EULA) and finally type Y to accept the license terms.

4
5. Enter the location of the program installation directory and press the enter key.
6. Enter the username and press the enter key.

7

Enter the password and press enter key.

NOTE: The password must be between 8 to 32 characters long. This password will be used when the server selects a
new communication rule.

8. Enter the port and press the enter key.

9. Press the enter key to start installing the Automation Agent.
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To install Automation Agent on the Linux server side:

4
5.
6
7

Log in to the Linux server.

Find the downloaded installation package and unzip the file. If you want to log in to the terminal as the root user,
enter ./ trellis-automation-agent-install.bin.

_Or_

If you have SUDO privileges, enter sudo ./ trellis-automation-agent-install.bin.

Select Chinese and English. Enter 1for English language and press enter key. Enter 2 for Chinese language and
press enter key.

Read the end user license agreement (EULA) and enter Y to accept the license terms.

Enter the location of the program installation directory and press the enter key.

Enter the username and press the enter key.

Enter the password and press enter key.

NOTE: The password must be between 8 to 32 characters long. This password will be used when the server selects a

new communication rule.

8.
9.

Enter the port address and press the enter key.

Press the enter key to install the Automation Agent.

Import the Automation Agent trust certificate to Vertiv™ Power Insight

To import the Automation Agent trust certificate to Power Insight on Windows:

1.

2.

Install the automation agent.

Run the cmd command line to the agent installation directory (C:\Program Files\VertivAutomationAgent by
default) and run the jre\bin\keytool -exportcert -keystore keystore.p12 -storetype PKCS12 -alias trellis-agent -file
trellis-agent.crt -storepass HoneyBadger@7775W.
a. trellis-agent.crt can export different certificate types and names as needed (you can add the server
domain name and IP to identify which server).
b. The trellis-agent.crt trust certificate will be exported to the agent installation directory.

Transfer the trellis-agent.crt trust certificate to the Power Insight client and import the agent trust certificate by
using the Power Insight security certificate import function.

To import the Automation Agent trust certificate to Power Insight on Linux:

18

Install the agent.

Run the shell command line to the agent installation directory (fopt/VertivAutomationAgent by default) and run
the openssl pkcs12 -in keystore.p12 -clcerts -nokeys -out trellis-agent.crt -passin pass:HoneyBadger @7775W.

a. trellis-agent.crt can export different certificate types and names as needed (you can add the server
domain name and IP to identify which server).

b. The trellis-agent.crt trust certificate will be exported to the agent installation directory.

Transfer the trellis-agent.crt trust certificate to the Power Insight client and import the agent trust certificate by
using the Power Insight security certificate import function.
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2.4 Software Uninstallation

2.4.1 Uninstalling Vertiv™ Power Insight

To uninstall from a Windows operating system:

1. Run Control Panel - Programs and Functions.

2. Find TrellisPowerlnsight in the program list. Run the uninstaller.
3. Click Next.
4

In the Get User Input window, if you want to keep the software data, click No, and click Next.
_Or_
If you do not need to keep the data, click Yes, and click Next.

Figure 2.17 Get User Input Page

Intallipance Engine L H

Delete data?

C' In addition 10 deleting nlelgence Engine would you
liki b dhizleli the data folder and all its content?

install&Anywhere

" -

iCancal ; [ [

LS .

5. Click Done when the process is completed.
To uninstall from a Linux operating system:

1. Ifyou are logged in to the console as a root user, enter /<install dir>/_installation/trellisappmgruninstall.

2. Onthe Delete Data window, enter Yes to delete the original data.

-Or-
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Enter 2 (Number) to retain the original data.

Figure 2.18 Delete Data Page

In addition to deleting Power Insight
would you like to delete the data folder and all its content?

ENTER THE NUMBER FOR YOUR CHOICE, OR PRESS <ENTER> TO ACCEPT THE DEFAULT: |

3. Press the enter key and wait for the uninstallation to complete.

2.4.2 Uninstalling the Automation Agent

To uninstall the Windows server side:

1. Log in to the remote server and run Control Panel - Programs and Functions.

2. Find TrellisAutomationAgent in the program list. Run the uninstaller.

NOTE: If you are Microsoft® Windows Server® or Microsoft® Hyper-V Server® operating system, log in, navigate to the
installation file directory, type TrellisAutomationAgentUninstall.exe, and press enter key.

Figure 2.19 Trellis™ Automation Agent Uninstall Page

5| TrelliséutomationdgentUninstall.exe E@

TrellisAutomationAgent

Ahout to uninstall...

Trellis Automation Agent

Thiz will remove features installed by InstallAnywhere. It will not remowve
files and folders created after the installation.

PRESS <ENTER> TO CONMTIMUE:

3. Press the enter key to continue and wait for the uninstallation to complete.
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To uninstall the Linux server side:

1. Logintothe Linux server as the root user.

2. Enter the terminal, enter /<install dir>/_installation/TrellisAutomationAgentUninstall, and press enter key to run
the uninstaller. Wait for the uninstallation to complete.
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3 Software Log In and User Interface

3.1 System Initialization and Log In

3.1.1 User Registration
To sign up:

1. Open aweb browser on your local computer and enter https://localhost:< service port>, where <service port> is
the service port number, such as, 8443. In this example, the address is https://localhost:8443.

- Or_
On the computer where the application is installed, double-click the Power Insight Console shortcut icon.

Figure 3.1 Power Insight Console Shortcut Icon

Fod e

Power...

2. Tologin on a remote computer, enter https://<remote IP address>:.<service port > in the remote computer, where
<remote IP address> is the IP address where Vertiv™ Power Insight is installed, and <service port> is the service
port number. For example, 8443,

3.1.2 System Initialization

If you are accessing Power Insight for the first time, you will need to register as an admin user and password.

1. Inthe process of initializing the Power Insight, the page in Power Insight startup displays a progress bar,
prompting the user to start the progress and prompting XX% started, please wait later, as shown in Figure 32 on
the next page.
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Figure 3.2 Initialization Page

Wé VERTIV.

Application starting90 %, please wait

oup Corp. All rights reserved

2. After the installation is started, it will move to the interface of setting the administrator account, as shown in
Figure 3.3 below.

Figure 3.3 Set Up Administrator Account

W@ Power Insight

Set Up Administrator Account

Email

Password

Confirm Pa ord
@\
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NOTE: Passwords must be between 10 to 128 characters long and contain at least one uppercase letter, one lowercase
letter, and one number.

3. After the above operations are completed, it will move to the admin confirmation information interface, click
Confirm to enter the Vertiv™ Power Insight system, access the Status Panel by default. If you click Reconfigure,
you will access the initialization configuration page again, and automatically fill in the content entered before, and
the admin confirmation information confirmation interface is as follows. See Figure 3.4 below:

Figure 3.4 User Information Confirmation Interface

W9 Power Insight

Confirm Information

Username

Email

4. After completing the initial configuration, when you access the Power Insight page again, you need to enter the
username and password. See Figure 35 below.

Figure 3.5 Power Insight Login Interface

o¢ Power Insight
Login

Username

NOTE: When you visit a page without permissions or a page that does not exist, a 404 message is returned, prompting
Sorry, the page you are visiting does not exist, and the Return to Homepage is displayed.
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3.1.3 User Login
You can login once you are registered.
Single-User Login

Enter your username (admin by default) and password, click Login. Complete the login. See Figure 3.6 below.

Figure 3.6 Vertiv™ Power Insight Login Page

o9 Power Insight

Lagin

Username

Password

If the user and password fail to log in once, you need to enter a graphical verification code to log in again with the username
within half an hour, and the graphical verification code input box will be displayed, which will be empty by default, and the
graphical verification code can be switched by clicking the verification code picture. When the input is incorrect, the message
Graphical verification code error is displayed, and the password of the same username is incorrect for 5 consecutive times,
and the username is locked for half an hour.
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Figure 3.7 Types of Errors while Login

W% Power Insight V¢ Power Insight

Login

Login
Username Username

Password Password

Verification Code Verification Code

After clicking Login, if the username and password match, you will be taken to the Vertiv™ Power Insight monitoring home
page.

Figure 3.8 Power Insight Monitoring Home Page

50 562.55 562.55 23.248,64

45

80% 43% 80% 34% 349 34%

34% 34% 34% 34%

Multi-User Login

After the same user logs in to IP1, when IP2 also logs in successfully, a window will be displayed on the IP1 page: The current
user has logged in elsewhere and is about to log out. Click Confirm to return to the login page; If you don't click it, wait 3
seconds and return to the login page. See Figure 3.9 on the next page.
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Figure 3.9 Window for Multi-user Login

Tip

The current user is logged in elsewhere and will be logged
out

When user A is logged in on the first login page, and user B is logged in on the second login page, the message Multiple users
cannot be logged in to the same browser at the same time is displayed before verifying the username and password of user B.

Figure 3.10 Multi-user Login Error Page

o Power Insight

Login

Usemame

Verification Code

The complete multi-user login logic is as shown in Figure 311 below.

Figure 3.11 Multi-user Login Logic

Same browser There is no multi-user situation If & user is logged in, jump directly to the homepage
Same IP

Different browser Different users (different usernames) Can log in

Multiple user login

The current user is logged In elsewhere and is about to log out, Click to return to the login
Same user (different sessionld, same username) o : e
page; if not clicked, wait 3 seconds before returning to the login page

Different IP

Different users (different sessionld, different username) Can log in
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3.1.4 Changing Password

After the new user logs in for the first time, user is redirected to the Change Password page, as shown in Figure 3.12 below.

Figure 3.12 Password Change Page

oo Power Insight

Change Password

New Password

Confirm Password

The validity period of changing the password is 30 minutes, and after 30 minutes, when you click Save, it display the message

Password change timeout, please click "Back” to try again. If the password is inconsistent, the message Password mismatch is
displayed. See Figure 313 below.

Figure 3.13 Password Change Timeout Error Page

&9 Power Insight

Change Password

New Password

Confirm Password

When there are no errors in New Password and Confirm Password, click Confirm. Click it to return to the login page, and the
user needs to log in again with the username and new password, as shown in Figure 314 on the next page.
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30

Figure 3.14 Login with New Password Page

o Power Insight

Change Password

NOTE: The validity period of changing the password is the same as the Session Timeout Period set by the system.
After the time is exceeded, when you click Save, it prompts Password change timeout, click Return to try again.

3.1.5 Forgot Password

If you forget password during the login process, click Forgot Password on the login page, and you will be redirected to the
forgot password interface. See Figure 315 below.

Figure 3.15 Forgot Password Page

W% Power Insight

Forgot Password

After clicking to enter the username, click Send to get the verification code immediately to the user's email, if you do not
receive the verification code, you can resend it after 1 minute, and once verification code is sent, it will be grayed out. It cannot
be clicked again. Check the verification code of the email address and fill it in the current page, as shown in Figure 316 on the
facing page.
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Figure 3.16 Verification for Changing Password

oo Power Insight

Forgot Password

Username

Verification Code

If the mail server is not configured, the message The mail server is not configured, please contact the administrator is
displayed as shown in Figure 3.17 below.

Figure 3.17 Email Configuration Failed Page

W Power Insight
Login

Username

Password

If the verification code does not match the username, message is displayed as Invalid verification code. If the verification code
username matches, but the verification code times out (more than 10 minutes after the validity period), the message is
displayed as Verification Code expired. See Figure 318 on the next page.
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Figure 3.18 Authorize Verification Code

W Power Insight

Forgot Password

Verification Code

NOTE: Only the last sent verification code is valid.

NOTE: The verification code is valid for 10 minutes.

NOTE: The verification code is sent at an interval of 60 seconds.
NOTE: The password change is valid for 30 minutes.

NOTE: After entering the username and clicking Send, if the user exists, but the email fails to be sent, the message
prompts: Verification email delivery failed, please contact the system administrator; No page redirects.

3.2 User Interface

The user interface contains several areas to help you manage the devices that Vertiv™ Power Insight monitors. The options
bar and context menu on the left mainly contain connected devices, generated alarms, various configurations, and system
settings. The upper right corner is mainly the number of alarms. If you click the drop-down menu next to the username, help
information, user profiles, and other information appear.. See Figure 3.19 on the facing page.
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Item

Name

Monitoring
module

Description

Provides a general monitoring panel for device list collection, electricity bills, and alarms, covering the following modules:

Homepage
UPS
PDU

Server

Alarm module

Provides operations related to the display of alarm information and alarm notification, covering the following modules:

Active alarms
Historical alerts
Notification settings

Automation settings

Power
management
module

It provides the configuration of the calculation method of electricity charges and the display of electricity bill statistics,

covering the following modules:

Usage and bill statistics

Bill calculation
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Item Name Description
Provides following modules:
. Event logs
System e Notification settings
4 configuration . Security settings
OELE o Integrated management
o User management
. Backup and upgrade
5 List of features Displays the capabilities of the specific feature list of the currently selected modules.
Monitor the core . o
6 inf ti " Displays the total number and output power of UPSs and PDUs on the current monitoring page, as well as the summary
information o
of electricity bills.
the homepage
UPS equipment All UPS devices monitored by the current system are displayed through the card group, and the UPS load rate and alarm
ui
7 fleet R information in the upper right corner are displayed in a separate card. You can click on an individual UPS to view the
details.
All PDU devices monitored by the current system are displayed through the card group, and the usage of the three PDU
8 PDU fleet circuits and the alarm information in the upper right corner are displayed in a separate card. You can click on an
individual PDU to view the details.
All server devices monitored by the current system are displayed through the card group, and the connection status and
9 Server fleet IP address of the server devices and the server category information in the lower left corner are displayed in a separate

card. You can click on an individual PDU to view the details.
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4 Uninterrupted Power Supply and Power Distribution
Units Management

41 Overview

The first step in running Vertiv™ Power Insight is to add the UPS or PDU to the device list, and after the addition is completed,
you can get real-time data and alarm information of the device.

411 Functional Modules

e Uninterrupted Power Supply (UPS)
e Power Distribution Units (PDU)

4.2 Get Started Quickly

4.21 Rapid Deployment Steps

There are two modes to add a UPS or PDU:

1. Add manually

2. Range search

4.3 UPS

4.3.1 View the List of UPSs

1. Click on Monitoring icon and click UPS in the second level menu. See Figure 4.1 below.

Figure 4.1 Listed UPS in Power Insight

= @ Power Insight © ) k-
Monitoring UPS
a Homepage
uPs Y °
E PDU UPS Name Status Model Address Operation
2 .. . o |
ity @ GXE2 1 Delete
ups ) xTs Delete
) EDGE Delete
Total 4items 10 per page 1 1
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4.3.2 UPS Addition

Manually Add a UPS

1. Click on Monitoring icon
Figure 42 below.

Figure 4.2 Adding UPS Manually

If the device you need to add is UPS, click UPS in the second level menu. See

Monitoring UPS
P~ Homepage

POU UPS Name Status Model Address
e ) EDGE

Server

1ite 10 per page

Y ©

Operation

2. Click on Addicon in the upper right corner to enter the Add Device Configuration page. See Figure 4.3

below.

Figure 4.3 Add Device Configuration Page

Monitoring < Add UPS
Homepage
'\
/) 1 Method
8 Ran ® Manual Addition
POU
Q | Device Configuration
Server Device Name Device Address
v
Model Communication Interface
LIEBERT GXT5 GXT5 RDU101

| SNMP Protocol Config

SNMP v2¢ 161
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3. Fill the device configuration, device name, device address (IPV4 and host name can be switched), select the
model, and select the communication interface.

4. Configure SNMP protocol, which is divided into SNMP v2c and SNMP v3.
In the case of SNMP v2c:

Select the communication protocol, and enter the port, timeout period, number of retries, read the community string, write the
community string. After filling in the above content, click Add device to add UPS device. See Figure 4.4 below.

Figure 4.4 SNMP v2c Configuration

Communication Protecol Port
SNMP v2c 181
Time Dut [Secaond) Retry (Time)
5 3
Read Community String ‘Write Community String
public private
In the case of SNMP v3:

Select the communication protocol and enter the port, timeout period, number of retries, username, and security level. After
filling in the above content, click Add device to add UPS device. See Figure 45 below.

Figure 4.5 SNMP v3 Configuration

*Communication Protocol Port
SNMP v3 161
*Time Out (Second) “Retry (Time)

5 3

Username Security Level

noAuthNoPriv

Click Save as default config once you entered all the fields. After clicking, the message The current configuration has been
saved as the default configuration of the UPS is added displays, and all the current configurations and inputs on the New UPS
Equipment page will be saved as the default New UPS Equipment configuration, and the default configuration will be used the
next time when you enter the New UPS Equipment page.

NOTE: It cannot be duplicated with the PDU or UPS device name that has already been monitored IPv4 allows input
formats and ranges from 0.0.0.0 to 255.255.255.255.

Hostname: Between 1to 63 characters in length, the maximum length of the entire hostname including dots is 253
characters. Valid characters for a hostname are ASCII(7) letters (from a to z), numbers (from O to 9), and hyphens (-).
The hostname must not start with a hyphen.
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Port: You can enter an integer from O to 65535.
Timeout: You can enter an integer from 1to 5.
Retry: You can enter an integer from O to 3.

If the number of monitored devices (UPS+PDUs) exceeds 100, the message Failed to join monitoring, the number of
monitored UPSs and PDUs cannot exceed 100.

After entering all the information in Add UPS page, the Add device is highlighted; After clicking Add device, return to the UPS
list, the new device is displayed at the top of the UPS list, showing the status of Monitoring, and the message displays Adding
Device Successfully.

Use the Retry and Timeout configurations to connect to the device, and the device status will display the Communication
Normal icon when the connection is successful. If the device fails to connect after the number of retries is exceeded, the
device status displays the Communication Failed icon.

If there is no device corresponding to the hostname, the message Failed to join the monitoring and the device corresponding
to the hostname cannot be found displays.

If the device with the hostname has been monitored, the message Failed to join monitoring, the device has been monitored
displays.

Range Search UPS

1. Click on Monitoring icon
on page 35.

If the device you need to add is UPS, click UPS in the second level menu. See 4.3

Figure 4.6 UPS

Monitoring UPS
™ Homepage
Y ©
. UPS Name Status Model Address Operation
< © EDGE

Server

Total 1 items 10 per page 1

2. Click on Addicon in the upper right corner to enter the Add Device Configuration page.

3. Select the scope search in the new method.

4 Uninterrupted Power Supply and
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Figure 4.7 Range Search UPS

< Add PDU ) ‘
5 fi
I Method
@ Range Search Manual Addition
| Device Configuration
Starting IP Address Ending IP Address
192.169.0.33 192.168.0.35
| SNMP Protocol Config
Communication Protocol Port
SNM 161
*Time Out (Second) Retry (Time
3
Read Community String Write Community String
public private
E——

4. Enter the starting IP address and the end IP address in the device configuration, complete the SNMP protocol
configuration, and enter the relevant configuration information such as reading and writing the community string.

5. Configure SNMP protocol, which is divided into SNMP v2c and SNMP v3.
In the case of SNMP v2c:

Select the communication protocol, enter the port, timeout, number of retries, read the community string, write the community
string. After filling in the above content, you can click Add device to add UPS device. See Figure 4.8 below.

Figure 4.8 SNMP v2c Configuration

Communication Protocol *Port
SNMP vZc 161
Time Qut (Second) Retry (Time)
5
Read Community String Write Community String
public private
In the case of SNMP v3:

Select the protocol and enter the port, timeout period, number of retries, username, and security level. After filling in the above
content, you can click Add device to add UPS device. See Figure 49 on the next page.
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Figure 4.9 SNMP v3 Configuration

SNMP v3

Time Out (Second)

5

Username

Communication Protocol

Port

161

Retry (Time)

3

Securily Level

oAuthNoPriv

Click Save as default config once you entered all the fields. After clicking, the message The current configuration has been

saved as the default configuration of the UPS is added displays, and all the current configurations and inputs on the New UPS
Equipment page will be saved as the default New UPS Equipment configuration, and the default configuration will be used the
next time you enter the New UPS Equipment page.

6. Click Search, the following search results display table, covering the list of devices that can be added to the

monitoring, if you need to modify the name of the device in the device list, click the Edit icon

%4

and enter the

name you want to modify in the window. Select the devices that need to be added to the monitoring and click
Add to monitoring to complete the scope search and add function. See Figure 410 below and Figure 4.11 below.

Figure 4.10 Edit Device Name

Edit Device Name

he device name cannot be duplicated with already monitored PDU or UPS devices

Figure 4.11 List of Searched PDUs

| Search Result

-] Status
] Unmonitored
] Unmonitored

IP Address Device Name

1_MPDU_MPS_1

1_MPDU_MPS_2 &

1_MPDU_MPS_3

1_MPDU_MPS_4

1_.MPDU_MPS_5

Model
MPDU
MPDU
MPDU
MPDU

MPDU

(=) m
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NOTE: It cannot be duplicated with the PDU or UPS device name that has already been monitored IPv4 allows input
formats and ranges from 0.0.0.0 to 255.255.255.255.

Hostname: Between 1to 63 characters in length, the maximum length of the entire hostname including dots is 253
characters. Valid characters for a hostname are ASCII(7) letters (from a to z), numbers (from O to 9), and hyphens (-).
The hostname must not start with a hyphen.

Port: You can enter an integer from 0 to 65535.
Timeout: You can enter an integer from 1to 5.
Retry: You can enter an integer from O to 3.

If the number of monitored devices (UPS+PDUs) exceeds 100, the message Failed to join monitoring, the number of
monitored UPSs and PDUs cannot exceed 100.

After entering all the information in Add UPS page, the Add device is highlighted. After clicking Add device, return to the UPS
list, the new device is displayed at the top of the UPS list, showing the status of Monitoring, and the message Adding Device
Successfully displays.

Use the Retry and Timeout configurations to connect to the device, and the device status will display the Communication
Normal icon when the connection is successful. If the device fails to connect after the number of retries is exceeded, the
device status displays the Communication Failed icon.

If there is no device corresponding to the hostname, the message Failed to join the monitoring and the device corresponding
to the hostname cannot be found displays.

If the device with the hostname has been monitored, the message Failed to join monitoring, the device has been monitored
displays.

4.3.3 UPS Deletion

Click on Monitoring icon and click on UPS in the secondary menu. See Figure 4.12 below.

Figure 4.12 UPS Page

Monitoring UPS

™ Homepage

Y ©
PDU UPS Name Status = Model Address Operation

) EDGE

Total litems 10 per page 1
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Single deletion: Click on Delete on the right side of the UPS device to be deleted to trigger the deletion window, as shown in
Figure 413 below.

Figure 4.13 Single Deletion Page

Delete X

Are you sure you want to delete Edge-UPS?

Multi-delete: Select the checkbox on the left side of the UPS list and click the Delete to trigger the deletion window, as shown
in Figure 4.14 below.

Figure 4.14 Multiple Deletion Page

Delete X

Are you sure to delete the selected 1 items?

Click the Confirm to delete successfully, return to the UPS list, and refresh the latest data in real time.

4.3.4 UPS Details

1. Click on Monitoring icon and click UPS in the second level menu. See Figure 4.15 on the facing page.
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Figure 4.15 UPS Page

Monitoring UPS
» Homepage
Y ©
T UPS Name Status Model Address Operation
L SR g © s

al 1 item 10 per page

2. Click on a single UPS name to view the UPS details.
Overview
e Keysignals

Displays the communication status, power supply status and rest of the information of the UPS. See Figure 4.16
below.

Figure 4.16 Key Signals

| Key Signals
Communication Normal Utility Supply
96% 96%
96% 96%

e Asset information

Displays the current UPS name, model, device address and other information and editable description, the right
side shows the equipment picture, as shown in Figure 4.17 on the next page.
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bty

Figure 4.17 Asset Information

I Key Signals
@ Communication Normal utility Supply
062% 96%
96% 96%

VERTIV 1.2.00

Smart Cabinet ID Cooler
SNMPv3
2023-11-11 18:30 XXXXKXK

This is a descriptive content. This i

e Active Alarms

Displays the active alarm list of the device, and a single alarm covers the alarm name, alarm level and other fields,
and the following three fields have special click effects.

1. Click the alarm name to go to the alarm details page.

Figure 4.18 Active Alarms
| Active Alarm
Alarm Name Severity Started at Acknowledger Operation
| T ) Inte ] (1] 2023-11-22 10:30:29

(1] 2023-11-22 10:30:29 User
0 2023-11-22 10:30:29 User

2023-11-22 10:30:29 User
(i ] 2023-11-22 10:30:29 User

Total 111 items

2. Click Acknowledge to display a Acknowledge window, refresh the list after confirmation, and message appears
that the Confirm that the alarm is successful.

Figure 4.19 Alarm Acknowledgement

Acknowledge X

Do you acknowledge alarm Output Overcurrent?

3. Click End to display an End window, and after confirmation, the alarm will become a historical alarm, refresh the
active alarm list, and the message will appears that the Alarm has been terminated successfully.

4 Uninterrupted Power Supply and
Proprietary and Confidential ©2025 Vertiv Group Corp. Power Distribution Units
Management



Vertiv™ Power Insight v3.0 User Manual

Figure 4.20 End Alarm

End X

Do you want to end alarm Output Overcurrent?

Real-time signals

This function displays the device signal in real time and refreshes all real-time signals every 30 seconds. Single-phase
equipment displays a single-signal, and three-phase equipment displays a three-phase signal. The storage period of the signal
is 8 hours, and when the signal cannot be obtained, the -- signal is displayed, which mainly covers the following parts:

e Input: Input current, input voltage, input frequency.

e Output: Output current, output voltage, output power, output load rate.

e Battery: Remaining battery capacity, battery health, remaining battery time, battery voltage, battery current.

e Bypass: Bypass voltage.

e System: Power supply status.
Another part of the real-time signal is the signal line chart, below the position of the signal mentioned above. By default, the

time range is set to the last 8 hours, and you can view the brief information of the signal float point on the line chart, and the
chart data update time will be displayed at the bottom left of the chart. See Figure 4.21 below.

Figure 4.21 Signal Line Chart

< Edge-UPS 10146022

Overview Signal Control
Output Battery Bypass System

nput Current Phase B nput Current Phase C Input Voltage Phase A nput Voltage Phase B

0.0A - - 226.4v

Input Voltage Phase Input Frequency

- 50.0Hz

TimeRange  Last 8 Hours

NOTE: If there are too many signals, a scroll bar will appear, and you need to scroll to see the content of the signal you
need to view.
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NOTE: Hide certain signals if they are missing for certain models.

Control

The control function is mainly used to remotely control the UPS equipment to perform a certain operation, display all the
operable items through the table, and provide the control record viewing function on the right side of the table head.

Click on Control the right side of a single piece of data in the table to display remote control, click the window to send the
control command window, and click the OK to realize the control after setting the time. See Figure 4.22 below.

Figure 4.22 Send Control Command Window

Send Control Command X

Device Name: UPS ITA-2

Control Signal Name: Turn Off Output

Current Value: False

Set Value

True

After clicking Confirm, you will return to the control list and display the control result information, as shown in Figure 4.23
below.

Figure 4.23 Control Result Information

= % Power Insight PP EF® O v~
- o
Meonitoring < UPS device name &HSmEEm
© o ,
'\ Homepege Overview Signal Control
a
PDU E
L S
urrent Value Operation
Tarm Off Outps
Delay Turn Off Output True
Fal
Remote Power Off Delay Time d
otal 111 iten 10 per page I < 1 12
4 Uninterrupted Power Supply and
46 Proprietary and Confidential ©2025 Vertiv Group Corp. Power Distribution Units

Management



Vertiv™ Power Insight v3.0 User Manual

After the command is completed, you can view the updated current value of the command after 30 seconds.

Click on Control Record icon a on the right side of the table header to trigger the function of viewing operation records,
and the operation record table will appear in the window, providing the basic table operation function, as shown in Figure 4.24
below.

Figure 4.24 Control Records

Control Records x
Control Time Control Signal Original Value Set Value Result Usemname
2024-02-11 12:07:.03 Text content - Text content Success Text content
20240211 12:07:.03 Text content Text content Text content Suex Text content
2024-02-11 12:07:.03 Text content Text content Text content Succe Text content
2024-02-11 12:07:03 Taxt content Text content Text content Fail Taxt content
2024-02-11 12.07:.03 Tex1 content Text content Tex1 content b | [ =i Tex1 content
2024-02-11 12:07:03 Tzt content Text content Text content SLUE - Text content
2024-02-11 120703 Text content Text content Text content Fail Tex1 content
2024-02-11 12:07:03 Text cantent Text content Text content Fail Tex! conten!
20240211 12:07:03 Taxt content Text content Text content SuUEE Text content
202402-11 12:07:03 Text content Text content Text content Success Text content

Total 111 items 10 per page i< < 1 . » >

4.4 PDU

4.41 View the List of PDUs

1. Click on Monitoring icon and click PDU in the second level menu. See Figure 4.25 on the next page.
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Figure 4.25 PDU Page

[+ ] Monitoring PDU
a2 Homepage

ups Y ©
a PDU Name Staty Model Addre Operation
L I

GEIST

GEIST

GEIST

GEIST

e 0 0 0 o

10 per page 1

4.4.2 PDU Addition

Rack PDU of GEIST firmware v5.0 is supported.

Manually add PDUs

1. Click on Monitoring iconL_—_1 I the device you need to add is a PDU, click PDU in the second level menu. See

Figure 426 below.

Figure 4.26 PDU

Monitoring PDU
™ Homepage

upPs Y ©
= POUName statu Model Add Operation
L -

GEIST

GEIST

GEIST

O 0 0 0 0

GEIST

10 per page 1

2. Clickon Addicon in the upper right corner to enter the Add Device Configuration page.
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Figure 4.27 Add Device Configuration Page—PDU

Monitoring < Add PDU
Homepage
| Method
UPs RangeSearch @ Manual Additior
I Device Configuration
Server Device Name ‘Device Address

3. Fillin the device configuration, device name, device address (IPV4 and host name can be switched), model, and
specifications.

4. Configure SNMP protocol, which is divided into SNMP v2¢c and SNMP v3.
In the case of SNMP v2c:

Select the communication protocol, enter the port, timeout period, number of retries, read the community string, write the
community string. After filling in the above content, click Add device to add PDU device. See Figure 4.28 below.

Figure 4.28 Communication Protocol SNMP v2c

Communication Protocol Port
SNMP v2c 161

Time Out (Second) Retry (Time)
5 3

Read Community String Write Community String

public private

In the case of SNMP v3:

Select the protocol and enter the port, timeout period, number of retries, username, security level, authentication algorithm,

authentication password, encryption algorithm, and encryption authorization password. After filling in the above content, click
Add device to add PDU device. See Figure 4.29 on the next page.
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Figure 4.29 Communication Protocol SNMP v3

Communication Protocol *Port
SNMP v3 161
*Time Out (Second) *Retry (Time)
5 3
Username Security Level
noAuthNoPriv

Click Save as default config once you entered all the fields. After clicking it, the message The current configuration has been
saved as the default configuration for adding a PDU displays, and all the current configurations and inputs on the Add PDU
device page are saved as the default Add PDU device configuration, and the default configuration will be used the next time
you enter the Add PDU device page.

NOTE: It cannot be duplicated with the PDU or UPS device name that has already been monitored.
IPv4 allows input formats and ranges from 0.0.0.0 to 255.255.255.255.

Hostname: Between 1to 63 characters in length, the maximum length of the entire hostname including dots is 253
characters. Valid characters for a hostname are ASCII(7) letters (from a to z), numbers (from O to 9), and hyphens (-).
The hostname must not start with a hyphen.

Port: You can enter an integer from O to 65535.
Timeout: You can enter an integer from 1to 5.
Retry: You can enter an integer from O to 3.

If the number of monitored devices (UPS+PDUs) exceeds 100, the message Failed to join monitoring, the number of
monitored UPSs and PDUs cannot exceed 100.

When a monitored device is found, the IP address of the monitored UPS, PDU, or server device is duplicated, or the
device is actually monitored.

After entering all the information, the Add device is highlighted. After clicking Add device, the PDU list is returned, and the
new device is displayed at the top of the PDU list, showing the status of Monitoring, and the message prompts Successfully
added device.

Use the Retry and Timeout configurations to connect to the device, and the device status will display the Communication
Normal icon when the connection is successful. If the device fails to connect after the number of retries is exceeded, the
device status displays the Communication Failed icon.

If there is no device corresponding to the hostname, the message Failed to join the monitoring and the device corresponding
to the hostname cannot be found.

If the device with the hostname has been monitored, the message Failed to join monitoring, the device has been monitored.
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Range Search PDUs

1. Click on Monitoring icon
See Figure 4.30 below.

If the device you need to add is a PDU, then click PDU in the second level menu.

Figure 4.30 PDU

Monitoring PDU
™ Homepage
UPs Y ©

- PDU PDUName Status Model Address Operation
o Server ] EIsT

o GEIST

) GEIST

) EIsT

o GEIST

10 per page

2. Click on Addicon in the upper right corner to enter the Add Device Configuration page.

3. Select the scope search in the new method.

Figure 4.31 Range Search PDU

< Add PDU

| Method

® Range Search Manual Addition

| Device Configuration

Starting IP Address Ending IP Address

| SNMP Protocol Config

s

vication Protocol

SNMP v2e 161

Time Out (Second) Retry (Time)

Read Community String Write Community String

public private
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4. Enter the starting IP address and the end IP address in the search configuration, complete the SNMP protocol
configuration, and enter the relevant configuration information such as reading and writing the communication
word.

5. Configure SNMP protocol, which is divided into SNMP v2c and SNMP v3.
In the case of SNMP v2c:

Select the communication protocol, enter the port, timeout, number of retries, read the communication word, write the
communication word. After filling in the above content, you can click Add device to add PDU device. See Figure 4.32 below.

Figure 4.32 Communication Protocol SNMP v2c

Communication Protocol Part
SNMP v2c 161
Time Out (Second) Retry (Time)
5
Read Community String Writa Community String
public private
In the case of SNMP v3:

Select the protocol and enter the port, timeout period, number of retries, username, security level, authentication algorithm,
authentication password, encryption algorithm, and encryption authorization password. After filling in the above content, click
Add device to add PDU device. See Figure 4.33 below.

Figure 4.33 Communication Protocol SNMP v3

Communication Protocol Port
SNMP v3 161
Time Out (Second) Retry (Time)
5 3
Username Security Level

noAuthNoPriv

Click Save as default config once you have entered all the fields. After clicking it, the message The current configuration has
been saved as the default configuration for adding a PDUdisplays, and all the current configurations and inputs on the Add
PDU device page are saved as the default Add PDU device configuration, and the default configuration will be used the next
time you enter the Add PDU device page.
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6. Click Search, the following search results display table, covering the list of devices that can be added to the

monitoring, if you need to modify the name of the device in the device list, click on Edit icon 62
name to modify in the window. Select the devices that need to be added to the monitoring and click Add to
monitor to complete the scope search and add function. See Figure 4.34 below and Figure 4.35 below.

and enter the

Figure 4.34 Edit Device Name

Edit Device Name X

[ Please enter 1-32 characters ]

The device name cannot be duplicated with already monitored PDU or UPS devices

Figure 4.35 PDU Search Result

| Search Result

-] Status IP Address Device Name Model

e ] 1_MPDU_MPS_1 MPDU
Unmonitored 92.169.0.34 1_MPDU_MPS_2 & MPDU
Unmonitored 192169 1_MPDU_MPS_3 & MPDU
1_MPDU_MPS_4 MPDU
192.169 1_.MPDU_MPS_S§ MPDU
2 selected
Cancel m

NOTE: It cannot be duplicated with the PDU or UPS device name that has already been monitored. IPv4 allows input
formats and ranges from 0.0.0.0 to 255.255.255.255.

Hostname: Between 1 to 63 characters in length, the maximum length of the entire hostname including dots is 253
characters. Valid characters for a hostname are ASCII(7) letters (from a to z), numbers (from O to 9), and hyphens (-).
The hostname must not start with a hyphen.

Port: You can enter an integer from 0 to 65535.
Timeout: You can enter an integer from 1to 5.
Retry: You can enter an integer from O to 3.

If the number of monitored devices (UPS+PDUs) exceeds 100, the message Failed to join monitoring, the number of
monitored UPSs and PDUs cannot exceed 100.

When a monitored device is found, the IP address of the monitored UPS, PDU, or server device is duplicated, or the
device is actually monitored.

After entering all the information, the Add device is highlighted. After clicking Add device, return to the UPS list, the new
device is displayed at the top of the UPS list, showing the status of Monitoring, and the message Adding Device Successfully
displays.
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Use the Retry and Timeout configurations to connect to the device, and the device status will display the Communication
Normal icon when the connection is successful. If the device fails to connect after the number of retries is exceeded, the
device status displays the Communication Failed icon.

If there is no device corresponding to the hostname, the message Failed to join the monitoring and the device corresponding
to the hostname cannot be found displays.

If the device with the hostname has been monitored, the message Failed to join monitoring, the device has been
monitoreddisplays.

4.4.3 PDU Deletion

Click on Monitoring iconL—=—_Iand click on PDU in the secondary menu. See Figure 436 below.

Figure 4.36 PDU
[+ ] Monitoring PDU
a Homepage
uPs Y ©
g
) PDU Name Status. Model Address. Operation
8 s cast

GEIST

GEIST

GEIST

0 0 0 0

GEIST

10 per page 1

Single deletion: Click on Delete on the right side of the PDU device to be deleted to trigger the deletion window, as shown in
Figure 4.37 below.

Figure 4.37 Single Deletion Window

Delete X

Are you sure you want to delete PDU_TEST2_Geist IMD3?

Multi-delete: Select the checkbox on the left side of the UPS list and click the Delete to trigger the deletion window, as shown
in Figure 4.38 on the facing page.
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Figure 4.38 Multiple Deletion Window

Delete X

Are you sure to delete the selected 1 items?

Click the Confirm to delete the PDU successfully, return to the PDU list, and refresh the latest data in real time.

4.4.4 PDU Details

1. Click on Monitoring icon and click PDU in the second level menu. See Figure 4.39 below.

Figure 4.39 PDU

Monitoring PDU
q  Homeree

ups Yy ©
@ PDU PDUName Status. Model Address Operation
Lo S st

GEIST

GEIST

GEIST

Q 0 0 0 0

GEIST

10 per page 1

2. Click the PDU name to view the PDU details.

Overview

o Keysignals

The communication status, power supply status and other information of the PDU are displayed, as shown in
Figure 440 on the next page.
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Figure 4.40 Key Signals

| Key Signals
of I it & Communication Normal Wi 780w

600kWh

e Asset information

The current PDU name, model, device address, and other information can be edited, and the device picture is
displayed on the right, as shown in Figure 441 below.

Figure 4.41 Asset Information

| Key Signals
& Communication Normal 780w
600kwh
| AssetInfo
VERTIV 1.2.00
10.0.0.1 Smart Cabinet ID Cooler
SNMPv3
2023-11-11 18:30 OO0
This is a descriptive content. This i

e Active alarms

Displays the active alarm list of the device, and a single alarm covers the alarm name, alarm level and other fields,
and the following three fields have special click effects.

1. Click the alarm name to go to the alarm details page.

Figure 4.42 Active Alarms

| Active Alarm
Alarm Name Severity Started at Acknowledger Operation
[ vevice cCommunication interruption | [1] 2023-11-22 10:30:29 - End Acknawledge

System OQutput Turned Off o 2023-11-22 10:30:29 User End

utput Overvoltage i ] 2023-11-22 10:30:29 User En
Output Overvaltage 2023-11-22 10:30:29 User Enc

System Output Turned OF [i ] 2023-11-22 10:30:29 User Er

Total 117 items

2. Click Acknowledge to display a Acknowledge window, refresh the list after confirmation, and message is
displayed as confirm that the alarm is successful.
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Figure 4.43 Alarm Acknowledgment

Acknowledge X

Do you acknowledge alarm Output Overcurrent?

3. Click End to display an End window, and after confirmation, the alarm will become a historical alarm, refresh the
active alarm list, and the message will appear that the alarm has been terminated successfully.

Figure 4.44 Alarm End

End X

Do you want to end alarm Output Overcurrent?

Real-time Signals

This function displays the device signal in real time, and refreshes all real-time signals and socket signals every 30 seconds.
The storage period of the signal is 8 hours, and when the signal cannot be obtained, the -- signal is displayed, which mainly
covers the following parts:

Total machine: The Total machine energy, the output power of the whole machine
Phase: Phase voltage, phase current, phase balance

Another part of the real-time signal is the signal line chart, below the position of the signal mentioned above. By default, the
time range is set to the last 8 hours, and you can view the brief information of the signal float point on the line chart, and the
chart data update time will be displayed at the bottom left of the chart. See Figure 4.45 on the next page.
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Figure 4.45 Chart Data Update Time

< PDU_TEST2_Geist IMD3 10.169.@201

Overview Signal

Phase

Total Energy
427.0w 8287.762 kwh

Time Range

Updated at 16:54:21

Last 8 Hours

NOTE: Hide certain signals if they are missing for certain models. Only super administrators and power users can
modify the asset information of PDU devices, issue control commands, and acknowledge and terminate alarms.
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5 Server and Shutdown Management

5.1 Overview

The functions of the server and shutdown management module include server addition, deletion and modification, and the
view function of server shutdown records.

5.1.1 Functional Modules

Server and shutdown management includes the following functional modules:

e List of servers
e Addanew server

e Server details

5.2 Get Started Quickly

5.2.1 Rapid Deployment Steps

The steps to quickly deploy a new server are as follows:

e Addanew server

5.3 List of Servers

1. Click on Monitoring icon and click on Server in the second level menu. See Figure 5.1 on the next page.

5.4 New Server Addition

When Vertiv™ Power Insight install Windows, ESXi, and Linux servers for SSL verification. refer corresponding user guide to
guide you on how to import the certificates of these servers, and refer to Import the Automation Agent trust certificate to
Vertiv™ Power Insight on page 18 for the agent trust certificate import manual.

Bulk Uploads

1. Click on Monitoring icon and click Server in the second level menu. See Figure 5.1 on the next page.
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Figure 5.1 Server

Server

B Server Name Status
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Windows

Linux

VMWare

ESXi
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Windows

Windows

Windows

Windows

Address
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10.146.102.22

10.146.102.22

10.146.102.22
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Associate Power Devices
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GEIST PDU 0360, GEIST PDU 0361
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Total 111 items 10 per page
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2. Click on Addicon . in the upper right corner to enter the Add Device Configuration page.

Figure 5.2 Adding Server

< Add Server

| Method

@ Batch Upload

| Download Template

lick to download blank serve nplate

| Upload and Import Template

Select file

File Name

Manual Addition

Status

3. Todownload server template, click on Click to download the blank server template.

The content of the template includes server name, address type (IPv4 or hostname), address, system type (Windows, Linux,
ESXi, HyperV), agent username or ESXi username, agent password or ESXi password, port (443 for ESXi servers and 3029 for
agents), and ignore SSL verification fields. Enter the template and pass the template verification. See Figure 5.3 on the facing

page.
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Figure 5.3 Server Device Import Template

Server Device Import Templatexlsx
13.1 KB = Done

Server Name(Required) |Address Type(Required) |Address(Required)|System Type(Reguired) |Agent Username or ESXi Username |Agent Password or ESXi APort Ignore SSL Authentication

NOTE: Check whether the names of the servers to be imported are duplicated.

NOTE: Server Name Input Range and Special Character Input: Required, length 1to 32.

NOTE: Check whether the addresses of the devices to be imported are duplicated.

NOTE: System Type and Ignore SSL Authentication are required and must be within the optional range.

NOTE: If you do not enter a port, the default port is 443 when the system type is set to ESXi, and the default port is
3029 for other system types.

4. Click the Select file and select the completed template, as shown in Figure 5.4 below.

Figure 5.4 Upload and Import the Template

| Upload and Import Template

Select file
File Name Size Status
Fila name XXX A0 KB Ta he imported

5. Click the Import to upload the file, and you cannot select the file and import it again at the time of uploading, as
shown in Figure 55 below.

Figure 5.5 Upload and Import the Template

| Upload and Import Template

File Name Size Status

File name XXX 40 KB ' Importing

6. Afterthefile is uploaded, the import result will be displayed, as shown in Figure 5.6 on the next page.
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Figure 5.6 Import Result

I Upload and Import Template
File Name Size Status
File name XXX 40 KB @ Impaort successful
| Import Results
@ Import successiul © import failed
6 1 .4

You can download a list of assets that failed to import (the content is the same as the original upload list), the downloaded file
name is Import Failed Assets, and a comment shows the reason for the import failure on the field that caused the import
failure. Click on Download icon to download, as shown in Figure 5.7 below.

Figure 5.7 Import Failed

© Import failed

1l

NOTE: Check whether the names of the servers to be imported are duplicated.
NOTE: The size of the uploaded file cannot exceed 5 MB.
NOTE: The number of servers that can be imported at one time cannot exceed 500.

NOTE: After you change the time of the server where the Vertiv™™ Power Insight resides, you need to restart the server
to restart the Power Insight process to ensure that the Power Insight runs normally.

To add manually:

1. Click on Monitoring icon and click Server in the second level menu. See Figure 5.1 on page 60.

2. Click on the Add icon upper right corner to enter the Add Server page and select Manual Addition.
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Figure 5.8 Add Device Configuration Page

< Add Server

o The current configuration has been saved as the default configuration for manually adding servers
I Method
Batch Upload @ Manual Addition
| Device Configuration
Name *Device Address

Select Server Type PRTTSITSMIRP g sutomation Agent on the se

Windows

Agent Password Port

LTTT T 3029

Ignore S5L Authentication

Cancel

3. Enter the name, device address (IPv4 or hostname), select the server type, agent username, agent password,
port, confirm whether you need to check ignore SSL verification, and click Add device.

NOTE: The IPv4 input range is 0.0.0.0-255.255.255.255.

NOTE: Each element of a hostname must be between 1 and 63 characters long, with a maximum length of 253
characters for the entire hostname, including dots. Valid characters for a hostname are ASCII(7) letters (from a to 2),
numbers (from O to 9), and hyphens (-). The hostname must not start with a hyphen.

NOTE: When you select Windows or Linux or HyperV, if the port is not entered, it is automatically saved as 3029.

NOTE: After you change the time of the server where the Power Insight resides, you need to restart the server to
restart the Power Insight process to ensure that the Power Insight runs normally.

In particular, if you select the server type as ESXi, you need to enter the ESXi server username and password, and the port
defaults to 443 and becomes non-editable.
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Figure 5.9 Device Configuration Page

< Add Server

| Method

Batch Upload @ Manual Addition

| Device Configuration

Name Device Address

Select Server Type EXSi Server Username

ESXi

ESXi Server Password Part

.....

lanare SSL Authentication

Cancel

4. After clicking Save, there are the following display situations:

a. Ifthereis no device corresponding to the hostname, the message Failed to join the monitoring and the
device corresponding to the hostname cannot be found displays.

b. If the device with the hostname has been monitored, the message Failed to join monitoring, the device has
been monitored displays.

c. Ifthe IP address corresponding to the hostname or the IP address corresponding to the hostname is
occupied by another device, the message The IP address corresponding to the IP address or hostname is
occupied by another device displays.

5.5 Server Deletion

Click on Monitoring icon and click on Server in the second level menu.

Single deletion: Click on Delete on the right side of a single server in the table to trigger the window, as shown in Figure 510
below.

Figure 5.10 Single Deletion Window

Delete %

Are you sure you want to delete Server2?

Multi-delete: Click the checkbox on the left side of the table to select multiple servers that need to be deleted together, as
shown in Figure 511 on the facing page.
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Figure 5.11 Multiple Deletion Window

Server
[+
B Server Name Status os Address Associate Power Devices Operation
X server 1111111111111 ] Windows 10.146.102.22 UPS ITAZ 1-3 kva elete
] Linux 10.146.102.22 GEIST PDU 0360, GEIST POU 0361 elete
VMWare 10.146.102.22 Nane
] ESXi 10.146.102.22 GEIST PDU 0360
] Hyperv 10.146.102.22 Nane
Windows 10.146.102.22 Naone
XXX ] Windows 10.146,102.22 UPS ITAZ 1-3 kva elete
X0 o Windows 10.146,102.22 GEIST PDU 0360
XXX ] Windows 10.146,102.22 Nane
KN o Windows 10.146.102.22 GEIST PDU 0360, GEIST PDU 0361
{{value]} Selected ~ Clear selectio Total 111 items 10 per page Koo« 1 1 oH

Click the Batch Delete to trigger the delete window, as shown in Figure 5.11 above.

Figure 5.12 Deletion of Selected Items

Delete X

Are you sure to delete the selected 1 items?

Click the Confirm to complete the deletion operation.
5.6 Server Details

Overview

The current function displays the basic information of the server that you view and the linkage rules in the shutdown
configuration.

If the server type is Windows, Linux, or HyperV, the page displays as shown in Figure 5.13 on the next page.

5 Server and Shutdown Management Proprietary and Confidential ©2025 Vertiv Group Corp. 65



Vertiv™ Power Insight v3.0 User Manual

66

Figure 5.13 Server Interface

< Dell Server E870 QUDED

©  7est connection failed Failed to connect to automation agent an server

Overview Shutdown Record

| Basic Information

Dell Server EB7D & Agent communication is normal Windows
0 aimn . 3029

This is a description of 1111111111111111717111

| shutdown Config

v Automation Rule 1
The server will shut down if any of the fallowing alarms oczur
Device Name Alarm
Battery mode, bypass mode, output power 1oa high, voltage 100 high, current 100 high, battery
maode, bypass mode, oulput power (oo high, valiage too high, current toe high batiery made,

bypass mode, output power 100 high, voltage toa high, current oo high, battery mode, bypass
mode, outpul pewer oo high, voliage too high, current tog high batiery mode, bypass mode, cutput

UPS-TAZ-005
powies toa high, voltage 100 high, current 10 high, Battery mode, bypass mode, DUTPUT power 190
high, voltage teo high, current oo high battery mode, bypass mode, output power too high, valtage
100 high, curent too high bamery mode, bypass mode, sutput power 100 high, vohage too high,
current too high

UPS-ndustry-S10.0.2.3 Battery mode, external temperature too high, output power too high

v Automation Rule 2

The server will shut down when all of the following alarms accur

Device Name Alarm
UPS-TA2-002 Bypass mode, cutput power oo high, voltage too high, current to high
UPSTAZ-003 Battery mode, external temperature too high, output power too high, valtage too high, current too.

If the server type is ESXi, the page is displaced as shown in Figure 5,14 on the facing page.
There are three types of communication status: normal communication, abnormal communication, and monitoring.

Click Edit, and the basic information window appears, you can edit the basic information, if the server type is ESXi, as shown in
Figure 5.14 on the facing page.
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Basic Information

Name

Dell Server E870

ESX| Server Username

admin

ESXi Server Password

Port

Describe

Ignore S5L Authentication

Test connection

If the server type is Windows, Linux, or HyperV, the page is display as shown in Figure 515 on the next page.
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Figure 5.15 Basic Information Edit for Windows, Linux, or HyperV

Basic Information *

*Name

Dell Server EA70

Agent Login Name @

admin

Agent Password

Port

3029

Describe

Ignore S5L Authentication

Test connection Cancel m

Click Test Connection to test the connection to the ESXi server. If the connection is successful message displays Test the
connection is successfull. The connection to the ESXi server was successful/the automation agent on the server was
successful.

If the connection fails, message displaysTest the connection failed! Failed to connect to the ESXi server/automation agent
failed on the server.

After clicking Save, the message displays Save successful, hide the window, refresh the server details page, and re-establish a
connection with the server with the new configuration.

NOTE: If the server does not enter the login name, password, or port, or the device is not added to the monitoring for
more than 10 seconds, the device displays the Communication Abnormal status.

Shutdown Record

Click the Shutdown Record tab to display the previous shutdown records of the current server in descending order through
the unpaginated table. See Figure 5.16 on the facing page.
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Figure 5.16 Shutdown Record

< Dell Server E870 gD

Qverview Shutdown Record

| Shutdown Record

Shutdown Time Devices and Alarms Triggering Shutdown Seript Execution

UPS-APMD3E: Bypass mode, output power too high, voltage toc high,

current too high

2023-07-25 13:46:16 Execute script ipt.sh
e UPS-APMO39: Battery mode, external tempetature too high, output power HBcule Sonpl serveraoin. =

too high, voltage too high, current toa high, batiery mode
2023-07-25 13:46:16 UPS-APMUO38: Baltery Mode None

2023-07-25 13:46-16 UPS-APMO3S: Battery Mode Execute script teste

FIR
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6 Alarm Management

6.1 Overview

Alarms are the primary functional modules of the Vertiv™ Power Insight platform to monitor alarms. To monitor the alarm
status of the devices listed on the website, users can export the alarm list, and access both the active and historical alarm lists.

6.1.1 Functional Modules

Power Insight Alerts Include the following functional modules:

e Active Alarms

e Historical Alarms

6.2 Get Started Quickly

6.2.1 Rapid Deployment Steps

The steps to quickly deploy a new alarms are as follows:

1. View the active alarm list.

2. View the historical alarms list.

6.3 Active Alarm

6.3.1 List of Active Alarms

1. Click on Alarmicon and click Active Alarm in the second level menu. See Figure 6.1 on the next page.
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Figure 6.1 Active Alarm

[+ ] Alarm Active Alarm
*® Active Alarm
Alarm History
c Alarm Triggering Severtty
Notification
o
Automation o
1]
Li]
(i]

@  Aarmsuccessfully acknowledged

Alarm Name Device Name Source Addres
amm i - 10.146.102.22

Jtput av 1 Edge-UP: 10.146,102.22
red of TEST1_Geist IM 10.146.102.22

X A 10.146.102.22

. i POU_TEST3_Geist Ih 10.146.102.22

m ter IU_TEST3_Geist IME 10.146.102.23

i er TEST IME 10.146.102 22

Jtp rvolta; TESTS, IMC 10.146.102.22
1U_TEST3_Geist IME 0146102 22

uttumed of POU_TESTA_Geist IMC 10.146.102.22

5 Started at

2023.11.22 10:30:29

2023.11.22 10:30:29

2023.11.22 10:30:29

2023.11.22 10:30:29

2023.11.22 10:30:28

2023.11.22 10:30:20

2023.11.22 10:30:29

2023.11.22 10:30:29

2023.11.22 10:30:29

2023.11.22 10:30

Acknowledged at

2023.11.22 10:30:59

2023.11.22 10:30:59

2023.11.22 10:30:50

2023.11.22 10:30:59

2023.11.22 10:30:59

2023.11.22 10:30:59

2023.11,22 10:30:59

Acknowledger

Admin

Admin

Admin

Admin

Admin

Admin

Admin

Y B

Operation

NOTE: If no alarm is activated, No Alarm is displayed in the list.

The table has basic functions, including filtering, searching, pagination, and other functions. The filter function can be filtered
by time and alarm level, and you can select the last 1day, the past 7 days, the last 30 days, custom, and all (default),
respectively. You can filter all (default), emergency, important, and general alarms by alarm level.

At the end of each row, a acknowledge and End button is displayed, divided into single and multiple choices. Click
Acknowledge to select single alarm. See Figure 6.2 below.

Figure 6.2 Alarm Acknowledgment

Acknowledge

Do you acknowledge alarm Output Overcurrent?

Cancel

For multi-select, select the two or more alarms and click Acknowledge. See Figure 6.3 below.

Figure 6.3 Acknowledging Multiple Alarms

Acknowledge

Do you acknowledge the selected 2 alarm?

Cancel

For single alarm selection, click End. See Figure 6.4 on the facing page.
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Figure 6.4 Alarm End Confirmation

End %

Do you want to end alarm High Real Power?

cancel m

For multi-select, select the two or more alarms and click End. See Figure 6.5 below.

Figure 6.5 Multiple Alarm End Confirmation

End X

Do you want to end the selected 2 alarms?

= -

Click Acknowledge or End to display to the current list interface and a message will appears. See Figure 6.6 below.

Figure 6.6 Alarm Successfully Acknowledge Windows

Alarm Active Alarm @  Alarm successfully acknowledged
& Active Alarm
Alarm History Y B
Alarm Triggerin
ggening Severity Alarm Name Device Name Source Address Started at Acknowledged at Acknowledger Operation

Notification

o . ; 10.146102.22 2023.11.22 10:3028
Automation (1} 10.146.102.22 2023.11.22 10:30:29 2023.11.22 10:30:59 Admin
(1] : : - 1014610222 2023.11.22 10:30:29 2023.11.22 10:30:59 Admin
o 10.146.102.22 2023.11.22 10:30:29
1014610222 2023.11 22 10:30:29
10146.102.22 2023.11.22 10-30:29 20231122 10:30:89 Admin
1014610222 2023.11.22 10:30:29 2023.11.22 10:3058 Admin
1014610222 2023.11.22 10:3029 2023.11.22 10:30:59 Admin
0.146.10222 31122 10:3029 20231122 10:30:59 dmin
o r | 14610222 2023.11.22 1036 2029.11.22 10:30:59 Admin
Total 111 item: 10 per page Ko< 1 EEE
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6.3.2 View the Details of Active Alarm

Figure 6.7 Active Alarm Details

1.

Click on Alarm icon

i:.':.

~_landclick Active Alarm in the second level menu.

see Figure 6.7 below.

Alarm

Active Alarm

Active Alarm

Alarm History

Alarm Triggering

Notification

Automation

Severity

1]

1]
1]
o

Alarm Mame

m successfully acknowledged

Source Address

10.146.102.22

10.146.,102.22

10.146.102.22

10.146.102.22

10.146.102.22

10.146.102.23

10.146.102 22

10.146.102.22

0.146.102.22

0.146.102.22

Started at

3.01.22 10:3029

2.11.22 10:20:29

11.22 10:30:29

3.11.22 10:3029

11.22 10:30.29

3.11.22 10:30:20

3,11.22 103029

11.22 10:30:29

23.11.22 10:30:29

3.11.22 10:30

Acknowledged at

2022.11.22

2023.11.22

2023.11.22

2023.11.22

2023.11.22

2023.11.22

2023.11.22

0:30:59

10:30:59

10:30:59

0:30:59

10:30:59

10:30:59

0:30:59

10 per page

Acknowledger Operation

Admin

Admin

Admin

Admin

Admin

Admin

Admin

[

Y B

< 1 12>

Click the alarm name of a single item in the active alarm list to view the alarm details, which are divided into four
sections: basic information, notification record, automation record, and status change. See Figure 6.8 on the

facing page.
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Figure 6.8 Alarm Related Information

Alarm & Alarm Details
':..\ | Basic Information
Alarm History Dievice com 0 nteragtion Tre manitoned devics did not respond 1o the req
) X 1014610272 202370:30 16:0342
Alarm Triggering
a Alaem anded This is  descriptive cantent. Thisisa &
Natification
| Motification Record
Autarmation
Exacuted at Natification Hame Actian Type Receiver
F02EE 105 Netification Rule 1 Send Emall XNRERK com, KEOKHERE com
2025E 17058 Hetification Rule 1 Sord EMIS +HEIANETI4A063, +H0TSUIAREING, +B01EIIEITIE
F025HE 1705 Hetification Fule 1 Sord Emall XRRREAK com
023081 1T rictificatian Rule 1 Sond S5 +HEIAIETIAA663, +O61SIIEAEI0G, +O01EIIEIATI 2
SO2BI-ET 171058 Netificaian Rule 1 Send Emall ANCCHEAX com
Tolallllitems 5 perpage <« < 1 oo
| Automation Record
Executed a1 Automation Name Actian Type Execution Object Execution Cantent
20210-61 17:00:58 Linikage Rule 1 Stiut Domn Server Windorws aerver0r] Shutdown
F0210-61 17:10:58 Linikage Rule 2 Stiut Derwn Serves Windorws serves02 Shutedpwn after executing scriot (DN
251 179058 Linkage Rule 3 Shut Dorwn Serves Linuse servesty] Shutdown
2T 17:90:58 Linkage Fule 4 Send Corral Command UPS [TAZ 10kva Turn Off Qutaut: Trse
2TA0-F1 17:90:58 Linkage Fule § Serd Cerral Command Geist (POL 01 Delay Turn On Gutput: True
otal 111 iterm 5 par paga <t 1 12
| Status Change
Changad at Status Change oparater
F02370-51 17058 alam started
202370-51 177058 Alamn acknawiedgad admin

3. Click on Editicon C2
in Figure 6.9 below.

in the Notes field under the Basic Information to display the Edit Notes window, as shown

Figure 6.9 Edit Notes

Edit Notes X

After the input is complete, click the Save to modify the remarks of the Active Alarm.
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6.3.3 Exporting Active Alarms

Click on Export icon IEI in the upper right corner of the alarm list page to export all the currently filtered alarms as .csv files.
The file name is the active alarm _XXXxlsx, and XXX is the time when the export file is generated.

The fields include the following fields:

e Alarm Level (text display)
e Alarm Name

e Device Name

e Source Address

e Start Time

e Acknowledgment Time

e Acknowledgment User

After clicking Export, loading icon will display, and if the export fails, the message Failed to export the file displays. See Figure
6.10 below.

Figure 6.10 Exporting Failed Window

° d ud d o)  UserName -
Y -]
Acknowledged at Ended at Duration Acknowledger
a t knowledged Ended

2 20231030 16:03:42 8h13m 20s Admin

1014 20231030 160342 #h 13m 205 Admin
2 2023-10-30 16:03:42 2023-10-30 16:03:42 8h 13m 20s Admin N N .

1014 20231090 160242 20231030 16:03.42 Adm
2 - 2023-10-30 16:03:42 8h 13m 20s 10.146.102.22
2 202310-30 16:03:42 20231030 16:03:42 8h 13m 20s Admin tonasozz Easees pam

1014610222 20231030 16.03.42 20231090 160342 20231030 16:03.42 o 13m 206 Adm
2 2023-10-30 16:03:42 2023-10-30 16:03:42 8h 13m 20s Admin

otal 111 items 10 per page 1

After the export is successful, a message will be displayed in the lower right corner that the header fields contained in the file
are the same as those selected in the Figure 6.11 below.

Figure 6.11 Exported File Data

Severity _Al larm Man Device MatSource Ad Started at Acknowlec Acknowledger
Warning Output Ov PDU_TESTI10.169.82.22024/12/0
Warning High Real Geist IMDZ10.146.101 2024/12/0

6.4 Historical Alarm

6.4.1 Historical Alarm List

i:.:\.

Click on AlarmiconL_=_land click Active Alarm in the second level menu. See Figure 6.12 on the facing page.
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Alarm Alarm History
& Agtive Alarm
Alarm History
Alarm Triggering Severity Alasm Hame Device Name Seufee Address Started at Acknowledged at
° Motification (1] 10.146.102.22 2023-10-30 16:03:42
Automation [i ] itput t g T 10.146.102.22 2023-10-30 16:03:42 2023-10-30 16:03:42
. 10.146.102.22 20231030 16:03:42
Gei: 10,146 102.22 20231030 16:03:42 202310-30 16:03:42
o ut turne £ i 1014 20231090 16:03:42 0231030 160342
Total 111 items

Ended at

202310-30 16:0342

2023-10-30 16:0342

2023-10-30 16:0342

2023-10-30 16:03:42

10 per page

Duration

81 13m 205

8n13m 205

8n13m 208

8h13m 205

80 13m 20

Y B

Acknowledger
Admin

Admin

Admin

Admin

NOTE: If no alarm is activated, No Alarm is displayed in the list.

The table has basic functions, including filtering, searching, pagination, and other functions. The filter function can be filtered

by time and alarm level, and you can select the last 1day, the past 7 days, the last 30 days, custom, and all (default),
respectively. You can filter all (default), emergency, important, and general alarms by alarm level.
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6.4.2 View the Details of Historical Alarms

i:.':.

1. Click on Alarm iconL—_=_Iand click Active Alarm in the second level menu. See Figure 6.13 below.

Figure 6.13 Alarm History

Alarm Alarm History
& Active Alarm
' Y &
a
Alarm Triggering Severity Alarm Name Device Name Source Address Started at Acknowledged at Ended at Duration Acknewledger
ﬂ Motification (1] 10.146.102.22 2023-10-30 16:03:42 2023-10-30 16:03:42 8h13m 205 Adrmin
Automation L] 10.146 202310-30 16:03:42 20231030 16:03:42 20231030 8h13m 205 Admin
10.126.102.22 20231090 16:03:42 - 202310-30 16.03:42 8 13m 208
10.146.102.22 202310-30 16:03:42 20231030 16:03:42 202310-30 16:03:42 8 13m 205 Admin
[ ] : 10.14 202310-30 16:0342 20231030 160342 202310-30 16:03:42 8h13m 20s Admin
Total 11litems 10 per page 1

2. Click the alarm name of a single item in the active alarm list to view the alarm details, which are divided into four
sections: basic information, notification record, automation record, and status change. See Figure 6.14 on the
facing page.
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3.

Click on Edit Icon
Figure 6.15 below.

Figure 6.15 Edit Notes

in the Notes field under Basic Information to display the Edit Notes window, as shown in

Edit Notes

After the input is complete, click the Save to modify the remarks of the active alarm.
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6.4.3 Exporting Historical Alarms

Click Export iconlEI in the upper right corner of the alarm list page to export all the currently filtered alarms as .csv files. The

file name is the active alarm _XXXxlsx, and XXX is the time when the export file is generated.
The fields include the following fields:

e Alarm Level (text display)

e Alarm Name

e Device Name

e Source Address

e Start Time

e Acknowledgment Time

e Acknowledgment User

After clicking Export, loading icon will display, and if the export fails, the message Failed to export the file displays. See Figure

6.16 below.

Figure 6.16 Exporting Failed Window

Acknowledged at

) 2023-10-30 16:03:42
2

2 2023-10-30 16:03:42.
2 2023-10-30 16:03:42

Total 111 items

Ended at

2023-10-30 16:03:42

2023-10-30 16:03:42

2023-10-30 16:03:42

2023-10-30 16:03:42

2023-10-30 16:03:42

10 per page

Duration

8h13m 208

8h13m 208

8h13m 208

8h13m 208

8h13m 208

Acknowledger
Admin

Admin

Admin

Admin

Q suwxsy

ik

10.146.102.22
10.146.102.22
10.146.102.22
10.146.102.22

10.146.102.22

c’ 6" ‘D User Name
Y B

Frandia) FRIART A R AtiE Ferediel LA
2023-10-30 16:03:42 2023-10-30 16:03:42 8h 13m 20s Admin
2023-10-30 16:03:42 2023-10-30 16:03:42 2023-10-30 16:03:42 8h 13m 205 Admin
2023-10-30 16:03:42 2023-10-30 16:03:42 8h 13m 205

2023-10-30 16:03:42 2023-10-30 16:03:42 2023-10-30 16:03:42 8h 13m 20s Admin
2023-10-30 16:03:42 2023-10-30 16:03:42 2023-10-30 16:03:42 8h 13m 20s Admin

#1117 10%/51 K < /12 > b

After the export is successful, a message will be displayed in the lower right corner that the header fields contained in the file
are the same as those selected in the Figure 6.17 below.

Figure 6.17 Exported File Data

Severity  Alarm Nan Device Nat Source Ad Started at Ended at  Acknowlec Acknowledger
Warning Output Ov Geist IMDZ10.146.101 2024/12/1 2024/12/1
Warning Output Ov Geist IMDZ10.146.101 2024/12/1 2024/12/1
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7 Alarm Linkage Notification

7.1 Overview

This section describes how to set up these two notification methods. After receiving the alarm, Vertiv™™ Power Insight
automatically triggers the server to shut down or sends a control signal to the monitored power equipment to ensure that the
data of key facilities can be kept intact, and the equipment will not be damaged in an emergency.

711 Functional Modules

The following function modules are set for alarm linkage notification, and for the detailed description of each function module,
please refer to the detailed function introduction of this module:

e Notification settings

e Automation settings

7.2 Get Started Quickly

7.2.1 Rapid Deployment Steps

The main deployment steps for setting up alarm notifications are as follows:

1. Select Alerts
2. Select Recipient

3. Confirm Information
The following steps are required to deploy alarm automation:

1. Select Alerts
2. Select Automation Action

3. Confirm Information

7.3 Notification Settings

Select Alerts
7\
1. Clickon AlarmiconL_=_fand in the secondary menu, click Notification Settings. See Figure 7.1 on the next
page.
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Figure 7.1 Notification

% Power Insight

Alarm

a Active Alarm
Alarm History
Alarm Triggering

tification

Automation

Notification

o) edmin ~

Selected Alarm Count

2

Created at

2024-12-1717:39:31

tal 1 it

Creator Operation

admin

10 per page 1

2. Click on Addicon . to add the new notification setting function, see Figure 7.2 below.

Figure 7.2 Alarm Selection

« Add Notification

Name

1 Select Model

@ GEIST1 phase

@ GEIST 3 phase WYE

I select Alarm

B AlAams

[ 4 Battery Discharging Severity
G 4 BatterylLow

& © Battery Replacement Indicated

& O Battery Self Test

Battory Test Failed °
Bypass Not Available

© Bypass Warning

& 4 Charger Failure

[ 4 DCtoDC Converter Fault

B © Device Communication Lost

@ Emargancy Primary Mains Fallura

Equipment Over Temperature

Alarm Selection Method @

By model

| Selected Alarms

Alarm Name

Battery Discharging

Battery Low

Battery Replacement Indicated

Battery Self Test

Battery Test Failed

Bypass Not Available

Bypass Warning

Charger Failure

Device Model

EDGE Unity

EDGE Unity

EDGE Unity

EDGE Unity

EDGE Unity

EDGE Unity

EDGE Unity

EDGE Unity

Operation

Cancel

Select Alarm

Enter the name in order, select the alarm selection method (by model, by device), and when the selection is completed, the
following device and alarm information will be matched.

a. Select the model or select the device, click on a single model or device, and select the alarm column to

refresh.

b. You can enter the alarm name in the selected alarm column, filter the alarm level through the drop-down
box, check the checkbox to determine the alarm signal that needs to be added, and the selected alarm

signal will enter the third column of the selected alarm column.

¢. Confirm whether you need to delete some alarm signals in the selected alarm column. If so, click on Delete
on the right side of the alarm signal. If you need to clear the selected alarm column, click Clear selection to
clear the list, and select the alarm signal that was previously checked in the alarm column to restore the

unchecked state.
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NOTE: The name cannot be the same as the name of an existing notification setting.
NOTE: When you switch Alarm Selection Mode, clear all selected alarms.
Select Recipient

After the alarm is selected, click on Next to enter the process of selecting a recipient, as shown in Figure 7.3 below.

Figure 7.3 Selection of Recipient

< Add Notification

v) Select Alarm o Select Recipient
Receiver Notification Delay Time
Al users and contacts [ Minute 5 Second
Usemame Email Mobile Number Receive Email Receive Escalation Email Receive SMS Receive Escalation SMS
AlecAlec Wei.Pan Alec@vertiv.com +86 18754564654 © © © ©
admin Wei_Pan Alec@vertiv.com - © «©
wp Wei_Pan Alec@vertivco.co. +86 18754654654 «© «©

Advanced Config >

Cancel  Previous step

1. Click the selection box below the recipient to display the options, as shown in Figure 7.4 below.

Figure 7.4 Selecting Users

All users and contacts A

All users and contacts
Users only

Contacts only

N

Enter the minutes and seconds of the notification delay time.

3. Enable the receiving method in the user list, if the selected field is highlighted, it is considered to be checked, and
if it is grayed out, it is considered not checked.

4. Click Advanced Configuration to expand the Advanced Configuration content panel (not required).

Confirm whether the advanced configuration section needs to be changed, covering the following items:
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a. Email subject (only applicable to alarm email notifications), select the display content of the alarm email
title (all selected by default): alarm level, alarm name (cannot be canceled), and device name.

b. You can select the content displayed in the alarm SMS and alarm email (all are selected by default), the
alarm level: emergency/ important/ normal, device name, alarm name (cannot be canceled), and alarm
time.

c. Again, click on the Send, and then configure the notification recurrence sending rule (selected by default).
Number of repetitions: You can enter an integer from 1to 5 (times), the default is 2, and the interval time:
You can enter an integer (minutes) from 10 to 480, and the default is 120 minutes. When the alarm is
escalated, you can enter an integer number (minutes) from 1to 1440, which is 30 minutes by default.

d. Send End Notification When Alarm Ends: (Default Check) If this option is selected, an end notification is
sent when an alarm ends.

6. Click Next.

NOTE: The default notification delay time is O minutes and 5 seconds; Set to a maximum of 30 minutes and 59
seconds.

NOTE: During the waiting delay, the Vertiv™ Power Insight service stops, and after the Power Insight service is
restored: if the delay time has been exceeded and the alarm has not ended, the notification will be triggered. If the
alarm has ended, no notification is triggered, and if the delay time is not exceeded, the remaining delay time is waited.

NOTE: During the waiting delay, the Power Insight service stops, and after the Power Insight service is restored: if the
delay time has been exceeded, the alarm is not confirmed or ended, and the upgrade notification will be triggered. If
the alarm is acknowledged or closed, the escalation notification is not triggered, and if the delay time is not exceeded,
the alarm continues to wait for the remaining delay time.

NOTE: The notification content is the same as that of the alarm start notification, and the end time is increased.
NOTE: If the alarm is not completed for more than 15 days, no end notification will be sent.

NOTE: If the recipient is deleted, or the recipient's email address or mobile phone number is deleted, no notification
will be sent to the corresponding recipient, and no notification record will be recorded for the corresponding recipient.
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Confirm Information

1. After completing Select Recipient step, the current step is to confirm whether the input and check items are as
expected, as shown in Figure 7.5 below.

Figure 7.5 Confirmation of Information

< Add Notification

v) Select Alarm v) Select Recipient o Confirm Information

I Basic Information

n

I Selected Alarms

By model
Severity Device Model Alarm Name
EDGE Unity Battery Discharging
EDGE Unity Battery Low
EDGE Unity Battery Replacement Indicated
EDGE Unity Battery Self Test
EDGE Unity Battery Test Failed

I Receiver
0 Minute 5 Second
Usemame Email Mobile Number Receive Email Receive Escalation Email Receive SMS Receive Escalation SMS
AlecAlec Wei.Pan. Alec@vertiv.com +86 18754564654 ) ) ) )
admin Wei Pan. Alec@vertiv.com = [ o
wp Wei.Pan.Alec@vertivco.c +86 18754654654 (] (]

I Advanced Config

Cancel Previous step m

If it meets the expectations, click the Save. If it does not meet the expectations, click on previous step to go back to the
previous step to modify. Click Next until you return to the confirmation information page and click the Save to complete the
configuration of this notification setting.

NOTE: When the device is deleted, the recipient is deleted, or the recipient's email address or phone number is
deleted, the device can be saved successfully, and no email or SMS will be sent if the notification recipient is missing.
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NOTE: The time of the notification SMS and notification email is based on the time of the server where the Power
Insight is located.
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7.3.1 Editing Notification Settings

Select Alerts

n“.

1. Click on AlarmiconlL_=

Figure 7.6 Edit Notification Settings

Vertiv™ Power Insight v3.0 User Manual

and click Notification Settings in the secondary menu. See Figure 7.6 below.

= Q Power Insight

) admin ~

Alarm Notification
/‘\ Active Alarm

Alarm History

Alarm Triggering

el Notification] 2

Notification

Automation

Name Selected Alarm Count

Created at

2024-12-1717:39:31

©

Creator Operation

admin

10 per page 1

2. Click on Edit to enter the edit page, see Figure 7.7 below

Figure 7.7 Alarm Selection

0 seectns

Automation Name

Test

I Select Device I Select Alarm

All Alarms
Battery Discharging
@ PDU_TESTI_Geist IMD3 Battery Low
@ PDU_TEST2 Geist IMD3 © Battery Replacement Indicated

@ PDU_TEST3_Geist IMD1

<]

O Battery Self Test

a

Battery Test Failed

<]

Bypass Not Available

a

© Bypass Warning

Charger Failure
DC to DC Converter Fault
© Device Communication Lost

© Emergency Primary Mains Failure

Condition for Triggering Automation Actions

When any selected alarm occurs

| Selected Alarms

Severity  Alarm Name Device Name
UPS Output on Bypass Edge-UPS
UPS Inverter Off Edge-UPS
Too Many Sensors Edge-UPS
Charger Failure Edge-UPS
Loss of Redundancy Edge-UPS
Parallel Cable Failure Edge-UPS
o Battery Replacement Indicated Edge-UPS
Slots not available Edge-UPS

Operation

o (0

3. Click the device from the Select Device list. Click the checkbox of alarm from the Select Alarm list. Click Next to

enter the recipient selection step.
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Select Recipient

In the process of selecting a recipient, reselect the recipient range, and at the same time modify the notification delay time,
and after the user's related services are modified, click Next to enter the confirmation information stage, as shown in Figure 7.8

below.

Figure 7.8 Selecting Recipient

& Edit Notification

wp

Advanced Config >

Wei.Pan.Alec@vertivco.co.

v) Select Alarm
Receiver
All users and contacts
Usemame Email Mobile Number
AlecAlec Wei.Pan.Alec@vertiv.com +86 18754564654
admin Wei.Pan Alec@vertiv.com

+86 18754654654

Notification Delay Time

0 Minute 5 Second
Receive Email Receive Escalation Email Receive SMS
«© «© «©

Receive Escalation SMS

Cancel  Previous step m

Confirm Information

After completing Select Recipient step, check whether the modified part has been updated again, and click the Save to
complete the editing function after confirming that it is correct, as shown in Figure 7.9 on the facing page.
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& Edit Notification

v) Select Alarm

I Basic Information

Notification1

I Selected Alarms

By model
Severity Device Model
EDGE Unity
EDGE Unity
| Receiver
0 Minute 5 Second
Usemame Email
admin Wei Pan Alec@vertiv.com

| Advanced Config

Mobile Number

v

Select Recipient

Receive Email

©

Alarm Name
UPS Inverter Off

UPS Output on Bypass

Receive Escalation Email

°

Receive SMS Receive Escalation SMS

] ©

Cancel Previous step m
Once completed, the page will appear the notification settings list, as shown in Figure 7.10 below.
Figure 7.10 Notification Settings List
= % Power Insight ) admin ~
Alarm Notification
/‘\ Active Alarm
- Alarm History ©
7]
o . Name Selected Alarm Count Created at Creator Operation
Alarm Triggering
° Notification Notification1 2 2024-12-1717:39:31 admin
. otal 1 items 10 per page 1
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7.3.2 Deleting Notification Settings

i:.':.

1. Click on Alarm iconL_=__land click Notification Settings in the secondary menu. See Figure 7.11 below.

Figure 7.11 Delete Notification Settings

= % Power Insight o)  admin -
Alarm Notification
A Active Alarm
Alarm History ©
- Name Selected Alarm Count Created at Creator Operation
Alarm Triggering
el . Notification1 2 2024-12-1717:3931 admin
Votification
Automation Total 1 items 10 per page 1

Single deletion: Click on Delete on the right of the single notification setting to trigger the deletion window, as shown in Figure
7.2 below.

Figure 7.12 Single Deletion Window

Delete X

Are you sure you want to delete Notification1?

Cancel m

Multi-delete: Select the checkbox in the notification settings list and click on Batch Delete to trigger the deletion window, as
shown in Figure 7.13 below.

Figure 7.13 Multiple Deletion Window

Delete X

Are you sure to delete the selected 1 items?

7.4 Automation Settings

7.41 A List of Automation Settings

i:.:\.

1. Click on Alarm iconL—=_land click Automation Settings in the second level menu. See Figure 7.14 on the facing
page.
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Figure 7.14 List of Automation Setting

Alarm Automation
/‘\ Active Alarm
Alarm History ©
E Name Selected Alarm Count Created at Creator Operation
Alarm Triggering "
Q Notification test2 32 2024-12-1813:48:06 admin
Test 32 2024-12-1813:31:08 admin
Automati
Linkage Settings1 2 2024-12-1717:4113 admin
Total 3 item: 10 per page 1
It has the input box search function of the basic table, and the pagination function.
7.4.2 Adding Automation Settings
Select Alerts
7\
1. Clickon AlarmiconL_=_fand click Automation Settings in the second level menu. See Figure 7.15 below.
Figure 7.15 Automation Settings
Alarm Automation
N Active Alarm
Alarm History ©
E Name Selected Alarm Count Created at Creator Operation
Alarm Triggering i
* Notification test2 32 2024-12-18 13:48:06 admin
Test 32 2024-12-1813:31:.08 admin
Linkage Settings1 2 2024-12-1717:4113 admin
tal 3 items 10 per page 1

2. Click on Addicon to add the new notification setting function, as shown in Figure 7.16 on the next page.
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Figure 7.16 New Notification Setting

< Add Automation

Automation Name

wi

I select Device

B GeistIMD3
D GeistIMD3

 PDU_TESTI Geist IMD3
 PDU_TEST2 Geist IMD3

© PDU_TEST3_ Geist IMDI

Condition for Triggering Automation Actions

Vihen any selected alam ocours

I select Alarm | selected Alarms

B AlAams
[ 4 Battery Discharging Severity  Alarm Name

& 4 BatteryLow

[ @ Battery Replacement Indicated
© Battery Self Test

[ 4 Battery Test Failed [ Battery Replacement Indicated
= t Ava

2 4 BypassNot Available Battery Seif Test
© Bypass Warning

Battery Test Failed
Charger Failure

DC to DC Converter Fault Bypass Not Available

@ Device Communication Lost
() Bypass Warning
@ Emergency Primary Mains Failure
Charger Failure

Device Name

Edge-UPS.

Edge-UPS.

Edge-UPS.

Edge-UPS

Edge-UPS.

Edge-UPS

Edge-UPS

Edge-UPS

- |

Enter the automation name in order and select the conditions for triggering the automation action (when any of the selected
alarms appear, when all the selected alarms appear).

a. Select the device, click on a single device, and select the alarm column to refresh.

b. Enter the alarm name in the selected alarm column, filter the alarm level through the drop-down box,
check the checkbox to determine the alarm signal that needs to be added, and the selected alarm signal

will enter the third column of the selected alarm column.

c. Confirm whether you need to delete some alarm signals in the selected alarm column, if so, click on Delete
on the right side of the alarm signal. If you need to clear the selected alarm column, click on Clear selection
to clear the list, and select the alarm signal that was previously checked in the alarm column to restore the
unchecked state.

NOTE: The name cannot be duplicated with the name of the existing notification setting

NOTE: After multiple alarms meet the conditions at the same time: if there is no alarm delay, only one automation

action will be triggered within 10 seconds; If there is an alarm delay, only one alarm delay will be initiated within 10

seconds to 3 seconds.

Select Automation Action

1. After the alarm is selected, click on Next to enter the process of selecting the automation action, as shown in
Figure 7.17 on the facing page.
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Figure 7.17 Select Automation Action

& Add Automation

v) Select Alarm o

Action Execution Sequence Automation Delay Time @
Simultaneous execution 30 Minute 50 Second

I Action List
Action Type Execution Object Execution Content Seript Name Operation
Shut Down Server Serverl Shutdown
Shut Down Server Server2 Shutdown

Cancel Previous step m

2. Click the selection box below the action execution order and the options will appear, and you can choose to
execute them at the same time, as shown in Figure 7.18 below.

Figure 7.18 Action Execution Order

Sequential execution ~

Sequential execution

Simultaneous execution

3. Enter the minutes and seconds of the automation delay notification time.

If you select sequential execution, the display action execution interval needs to be filled, as shown in Figure 7.19 below.

Figure 7.19 Display Action Execution Interval

< Add Automation

Select Alarm e Select Automation Action

Action Execution Sequence Automation Delay Time @ Action Execution Interval @
Sequential execution 20 Minute 5 Second 30 Minute 50 Second
I Action List
Action Type Execution Object Execution Content Script Name Operation
Shut Down Server Serverl Shutdown Edit Delete
Shut Down Server Server2 Shutdown Edit Delete

Cancel Previous step m
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Action Execution Interval: You can configure the execution interval of the automation action, that is, how long to wait before
the next action is executed after the previous action is executed, and the configurable time range is O minutes O seconds to
30 minutes 59 seconds, and the default value is O seconds.

At the same time, the order of execution can be changed by dragging the mouse, as shown in Figure 720 below.

Figure 7.20 Action List

I Action List
Action Type Execution Object Execution Content Script Name Operation
Shut Down Server Serverl Shutdown - Edit Delete
Shut Down Server Server2 Shutdown = Edit Delete

NOTE: The Edit on the ESXi server is grayed out and cannot be clicked.

4. Click on Addicon on the right side of the action list table to display of the new automation action, as shown
Figure 721 below.

Figure 7.21 Adding Automation Action

Add Automation Action e
Select Action Type
Select Di
et Control 1
Control Signal Control Setting Value
p3ed Second

5. Click the dropdown box to select the action type, and there will be the following options, select the delivery
control command, as shown in Figure 7.22 on the facing page.
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Figure 7.22 Delivery Control Command

Issue control command ~

Shut down server

Issue control command

In the dropdown list for selecting a control signal, select and fill in the setting value of the control signal, and if the control
signal is selected in the Automation Action List, the multi-check box is grayed out. The control signal setting value is an
enumerated value, and a drop-down radio box is displayed: the first setting value is selected by default, and the setting value
can be selected as True. After the settings are complete, click the Add Action to move the interface of selecting automation
actions.

NOTE: The default automation delay time is O minutes and 5 seconds, and can be set from O minutes 0 seconds to 30
minutes and 59 seconds Sequential Execution (Default Selection): Execute actions in order from top to bottom by
clicking the Automation Action List Simultaneous execution: All automation actions are executed at the same time.

6. Click the drop-down box to select the action type, and there will be the following options, select the server to
shut down, as shown in Figure 7.23 below.

Figure 7.23 Selecting Server Shutdown

Issue control command ~

Shut down server

Issue control command

A change can be observed in the contents of the lower side, as shown in Figure 7.24 below.

Figure 7.24 Selecting Server to Shutdown

Add Automation Action X

Select Action Type

Shut Down Server

Select Servers to Shutdown

System Server Name IP Address Script Name Shutdown Script
Windows Serverl 10.146.102.23
Windows Server2 10.146.102.24

Cancel
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Click Add Action to upload the script, select the script file to upload, and when you see the status of the script has been saved,
click the Save to complete the saving. If there is an error in the uploaded filg, click the Clear File and the upload list will be
canceled. See Figure 725 below.

Figure 7.25 Add Automation Action—Error in Uploading File

Add Automation Action X

Select Action Type

Shut Down Server v

Select Servers to Shutdown

System Server Name IP Address Script Name Shutdown Script
Windows Serverl 10.146.102.23
Windows Server2 10.146.102.24 login_jenkins 2.bat Reselect Delete

Cancel

When you click on Reselect, the script upload window appears. Reselect the script to upload, you can clear and other
operations and click the Save to refresh the script content bound to the server after the operation is completed. When the
Delete is clicked, the shutdown script content bound to the target server will be deleted.

NOTE: When the server is selected in the automation action list to perform shutdown, the multi-check box is grayed
out.

NOTE: The file formats supported by the shutdown script :.cmd, .bat, and .sh.
NOTE: The size of the uploaded file cannot exceed 5 MB.

NOTE: The Select Script of the ESXi server is grayed out and cannot be clicked.
Confirm the Information

1. After the above steps are completed, click Next to display the confirmation information step, as shown in Figure
7.26 on the facing page.
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Figure 7.26 Confirmation of Information

< Add Automation

¥) Select Alarm ) Select Automation Action e

I Basic Information

w1

I Selected Alarms

When any selected alarm occurs

Severity Device Name Alarm Name
Edge-UPS Battery Discharging
Edge-UPS Battery Low
Edge-UPS Battery Replacement Indicated
Edge-UPS Battery Self Test
Edge-UPS Battery Test Failed

I Automation Action

30 Minute 50 Second Simultaneous execution
Action Type Execution Object Execution Content Script Name
Shut Down Server Serverl Shutdown
Shut Down Server Server2 Shutdown

Cancel Previous step m

2. Click Save and messages appears as save is successful, and a new window of automation settings list appears.

Figure 7.27 Automation Window

Alarm Automation
a Active Alarm
Alarm History ©
L Name Selected Alarm Count Created at Creator Operation
Alarm Triggering
el test2 2 2024-12-1813:48.06 admin
Notification
Test 2 2024-12-181331:08 admin
Automatio
Linkage Settings1 2 2024-121717:4113 admin
tems 10 per page 1

7.4.3 Editing the Automation Settings

Select Alerts

i:.‘:.

1. Click on Alarm iconL_=_land click Automation Settings in the second level menu. See Figure 7.28 on the next
page.
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Figure 7.28 Editing Automation Setting

Alarm Automation
,‘\ Active Alarm
Alarm History ©
. Name Selected Alarm Count Created at Creator Operation
Alarm Triggering
& o test2 32 2024-12-1813:48:06 admin Edit Delet
Notification
Test 32 2024-12-1813:31:08 admin Edit Delete
Automation
Linkage Settings1 2 2024-121717:41:13 admin Edit Delet
Total 3 items 10 per page n
2. Click Edit to enter the edit page, as shown in Figure 729 below.
Figure 7.29 Edit Automation Page
< Edit Automation
Automation Name Condition for Triggering Automation Actions
Test When any selected alam occurs
I Select Device I Select Alarm | selected Alarms
@ GeistIMD3 All Alanms
B GeistIMD3 Battery Discharging Severity Alarm Name Device Name Operation
B PDU_TEST1_ Geist IMD3
S UPS Outputon Bypass  Edge-UPS
@ PDU_TEST2 Geist IMD3 @ Battery Replacemen--
UPS Inverter Off Edge-UPS
B PDU_TEST3 Geist IMD1 © Battery Self Test
Battery Test Failed Too Many Sensors Edae-UPS
2
3 A Bypass Not Available Charger Failure Edge-UPS
© Bypass Warning
Loss of Redundancy Edge-UPS
Charger Failure
DCto DC Converter F-- Parallel Cable Failure Edge-UPS
| Devics Communicatl.- o Battery Replacement..  Edae-UPS
© Emergency Primary -
Slots not available Edge-UPS

|

3. Click the device from the Select Device list. Click the checkbox of alarm from the Select Alarm list. Click Next to
enter the select automation action.

Select Automation Action

In the selection of the automation action step, the execution order of the selected action can be reselected, and the
automation delay, action execution interval, can be modified, the order can be changed in the action list, or the script
modification and re-upload of the server shutdown can be completed. After the user's automation actionrelated services are
modified, click Next to enter the confirm information stage, as shown in Figure 7.30 on the facing page.
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Figure 7.30 Selecting Automation Action

& Edit Automation

( ¢ Select Alarm e Select Automation Action

Action Execution Sequence Automation Delay Time @
Simultaneous execution 30 Minute 59 Second

| Action List
Action Type Execution Object Execution Content Script Name Operatinn
Shut Down Server Serverl Shutdown - Edit Delete

Cancel Previous step m

Confirm Information

Check whether the modified part has been updated again, and click the Save to complete the editing function after
confirming that it is correct, as shown in Figure 7.31 below.

Figure 7.31 Confirmation of Information

<« Edit Automation

( l Select Alarm -/ Select Automation Action e Confirm Information

| Basic Information

Test

| Selected Alarms

When any selected alarm occurs

Severity Device Name Alarm Name
Edge-UPS UPS Output on Bypass
Edge-UPS UPS Inverter Off
Edge-UPS Too Many Sensors
Edge-UPS Charger Failure
Edge-UPS Loss of Redundancy

| Automation Action

30 Minute 59 Second Simultaneous execution
Action Type Execution Object Execution Content Script Name
Shut Down Server Serverl Shutdown

Cancel Previous step m

Once completed, the page will display to the notification settings list, as shown in Figure 7.32 on the next page.

7 Alarm Linkage Notification Proprietary and Confidential ©2025 Vertiv Group Corp. 99



Vertiv™ Power Insight v3.0 User Manual

Figure 7.32 Notification Settings List

Alarm Automation
,“ Active Alarm
Alarm History
a . . Name Selected Alarm Count Created at Creator Operation
Alarm Triggering
* - . test2 32 2024-12-18 13:48:06 admin Edit Delete
Notification
Test 32 2024-12-1813:31:.08 admin Edit Delete
Automation
Linkage Settings1 2 2024-12-1717:4113 admin Edit Delete
Total 3 items 10 per page 1 /n
7.4.4 Deleting Automation Settings
1. Click on Alarm iconL—=_1and click Automation in the second level menu. See Figure 7.33 below.
Figure 7.33 Automation
Alarm Automation
,“ Active Alarm
Alarm History
a . . Name Selected Alarm Count Created at Creator Operation
Alarm Triggering
* - " test2 32 2024-12-1813:48:06 admin Edit Delete
Notification
Test 32 2024-12-1813:31:.08 admin Edit Delete
Automation
Linkage Settings1 2 2024-12-1717:4113 admin Edit Delete
Total 3 items 10 per page 1 /n

Single deletion: Click on Delete right of the single notification setting to trigger the deletion window, as shown in Figure 7.34

below

Figure 7.34 Single Deletion Window

Delete

Are you sure you want to delete Linkage Settings1?

Multi-delete: Select the checkbox in the notification settings list and click Batch Delete to trigger the deletion window, as
shown in Figure 7.35 on the facing page.
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Figure 7.35 Multiple Deletion Window

Delete pd

Are you sure to delete the selected 1 items?

NOTE: If the server is deleted, the automation action will not be executed, but the interval between the automation
action will remain.
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8 Power Management

8.1 Overview

The user uses the Vertiv™ Power Insight to monitor the PDU power equipment and uses the historical output data of the PDU
on the Power Insight to calculate the power resource usage and electricity charges. Power Insight provides an electricity bill
scheme configuration tool, which can calculate the electricity bill under different pricing schemes; The user can generate a
report on the power and electricity charges of a certain period of time by counting the power signals of the UPS and PDUs on
the Power Insight.

8.1.1 Functional Modules

Power management includes the following functional modules, refer to the detailed functions of this module for detailed
information about each functional module:

e Usage and bill statistics

e Electricity bill calculation

8.2 Get Started Quickly

8.2.1 Rapid Deployment Steps

The main deployment steps of the energy and electricity bill statistics configuration are as follows:

1. Click the Add in the configuration table of electricity and electricity bill statistics.
Enter a statistic name.

Select the statistic content.

Select a time dimension.

Select a time range.

o o s W

Select the devices that participate in the statistics.

The main deployment steps of the electricity bill calculation configuration are as follows:

—

Click the Add in the configuration table of electricity and electricity bill statistics.
Enter a name and description and select a billing unit.

Select a billing method.

Enter the base tariff and fixed monthly fee, as well as the time-of-use tariff.

Select a time range (only available in winter and summer).

o ok wN

Select Associated devices.

8.3 Electricity Statistics

8.3.1 A List of Usage and Bill Statistics

1. Click on Electricity Statistics icon a and in the second level menuy, click on Usage and Bill Statistics. See
Figure 8.1 on the next page.
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Figure 8.1 Electricity Usage and Bill Statistics

Electricity Statistics Usage and Bill Statistics
,‘\ Usag Bill St
Bill Calculation ©
Name Statistical Content Creator Created at Operation
* Electricity bill 2 Electricity usage admin 202412171512
Electricity bill 1 Electricity bill admin 202412171512
Total 2 it 10 per page 1
It has the input box search function of the basic table, and the pagination function.
8.3.2 Adding Usage and Bill Statistics
1. Click on Electricity Statistics icon a and click on Usage and Bill Statistics in the second level menu. See
Figure 8.2 below.
Figure 8.2 Electricity Statistics
Electricity Statistics Usage and Bill Statistics
,‘\ Usag Bill St
Bill Calculation ©
Name Statistical Content Creator Created at Operation
* Electricity bill 2 Electricity usage admin 202412171512
Electricity bill 1 Electricity bill admin 202412171512

Total 2 it

10 per page

2. Click on Addicon to display the new notification setting function, See Figure 8.3 on the facing page.
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Figure 8.3 Electricity Bill Usage and Statistics

Electricity Statistics < New Usage and Bill Statistics
- Ll
‘ Statistic Name Electricity usage Time Dimensor Per day Time Range Last 7 days
Bal Calculation
7 SITE2 Energy Statistics =
26 26
25 25

21

| Data Detall

Device Name 10-01 10-02 10-03 10-04 10-05 10-06 10-07 Total

a. Enter a statistic name.
b. Select the statistical content (electricity bill).

c. Select the time dimension (if the statistical content is electric energy, you can select monthly/daily.) If the
statistical content is electricity bill, only monthly options are selected).

d. Select a time range (for monthly, you can select the past 6 months, the past 12 months, or the last 24
months.) By day, select the last 7 days/the last 30 days/the custom time range is up to 90 days).

e. Check the configuration area, which is expanded by default. Click on the checkbox to select the device
that needs to be checked. The chart area is updated and configuration area will display.

f. If you need to view the details of a single histogram, right-click the mouse after hovering over the target
area, the chart will be refreshed, and the detailed data area will be refreshed to view the details, as shown in
the Figure 8.4 on the next page.
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Figure 8.4 Histogram for Energy Statistics

Electricity Statistics 4 Edit Usage and Bill Statistics

Usage and Bill Statistics
/‘\ ge an
Bill Calculation

SITE2 Energy Statistics

o Electrity bil 5

26

| Data Detail
Bill Calculation
Site 1 electricity fee configuration
Site 2 electricity fee configuration
Site 3 electricity fee configuration

sUM

StatisticName  SITE2 Energy Statisticse.

202312

§200

§100

Statistical Content  Electricity bil

24

2024-01

$500

$100

$300

$900

2024-02

$200

$1000

Time Dimension  Per month

25

2024-03

$600

$200

5200

$1000

Time Range

2024-04

$800

$100

5200

§1100

Last 6 months

2024-05

$700

$100

$200

$1000

& Select Config (3/100)

Site 1 eleciriciy fee co

electricity fee co.
Site 3 electricity fee co,

Other Site23

tricity.
Other Site22 Electricity.
Other electricity fee con
Other electricity fee con
Other electricity fee con
Other electricity fee con
Other electricity fee con
Other electricity fee con
Other electricity fee con
Other electricity fee con

HitpS AT

Total
$3400
800
$1300

55500

NOTE: Keep three decimal places in electricity consumption.

NOTE: Keep four decimal places in the electricity bill.

NOTE: When different billing units are selected for multiple electricity billing schemes, the display area shows
message The billing unit of the selected electricity bill calculation configuration is inconsistent and cannot be

counted.

8.3.3 Compiling Usage and Bill Statistics

1. Click on Electricity Statistics icon

Figure 85 on the facing page.

Proprietary and Confidential ©2025 Vertiv Group Corp.

and click on Usage and Bill Statistics in the second level menu. See

8 Power Management



Vertiv™ Power Insight v3.0 User Manual

Figure 8.5 Electricity Statistics

Electricity Statistics Usage and Bill Statistics

Usage and Bill Statistics

Bill Calculation : - @ ©
E Name Statistical Content Creator Created at Operation
* Electricity bill 2 Electricity usage admin 202412171512 Edit Delete
Electricity bill 1 Electricity bill admin 202412171512 Edit Delete
Total 2items 10 per page 1 N

2. Click Edit to enter the edit page, as shown in Figure 8.6 below.

Figure 8.6 Energy Statistics Histogram

“Lratistic Mame  SITEZ Enargy Szatctices Sratimtical Content Elactricey bl . Time Dimeraion Per menth Time Bange

SITEZ Enargy Statistics =

B Select Config (3

1B siie 1 eleciricily fee oo,
1B ite 2 elnctricity fee oo

1B siie 2 eleciricily fee oo,

= - Oiher SileZ Electricity..
Other SHe22 Elecericity_
Oiher eleciniogy fee con.
Oiher eleciniogy fee con.

Other sectriony fes con
Oiher eleciniogy fee con.
Oiher elecinioey fee con.
Other siectriony fes con
Other slecinicey fee con

Oiher eleciniogy fee con.

b e L] ]
1 Data Detail
Bill Cabenilation 202312 2024-00 2024-02 202403 2024-04 202405 Total
Site 1 electricity fee configuration 200 $500 $500 600 $800 §700 53400
Site 2 electricity fse configuration S100 100 S0 $200 $100 5100 SROD
Sibe 3 electricity fee configuraticn s200 F00 4200 §200 g200 1300
SHM 5500 21000 51000 51100 51000 55500

- |
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By modifying the name or adjusting the statistical content, the time dimension and range, and selecting the configuration to
meet the expected requirements, when the adjustment is completed and confirmed, click the Save to complete the editing
and modification.

8.3.4 Deleting Usage and Bill Statistics

1. Click on Electricity Statistics icon a and click on Usage and Bill Statistics in the second level menu. See
Figure 8.7 below.

Figure 8.7 Electricity Statistics

Electricity Statistics Usage and Bill Statistics
a Usage and Bill Statistic
Bill Calculation °
Name Statistical Content Creator Created at Operation
e Electricity bill 2 Electricity usage admin 202412171512
Electricity bill 1 Electricity bill admin 202412171512
m 2 Selected el tal2items 10 per page 1

Single deletion: Click on Delete on the right of the single notification setting to trigger the deletion window, as shown in Figure
8.8 below.

Figure 8.8 Single Deletion Window

Delete X

Are you sure you want to delete Electricity bill 2?

Multi-delete: Select the checkbox in the notification settings list and click the Batch Delete to trigger the deletion window, as
shown in Figure 89 on the facing page.
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Figure 8.9 Multiple Deletion Window

Delete X

Are you sure to delete the selected 1 items?

8.4 Electricity Bill Calculation

8.4.1 Electricity Bill Calculation List

1. Click on Electricity Statistics icon a and click on Bill Calculation in the second level menu. See Figure 8.10
below.

Figure 8.10 Electricity Bill Calculation

ici isti Bill C

a Usage and Bill Statistics

Bill Calculation (+]

Name. Associated Devices Count Description Creator Created At Modified At Operation
o Electricity bill plan 1 16 Text content User 1 2023.11.22 10:30 2023.11.22 10:3¢ i
Electricity bil plan 2 23 Text content User 1 20231122 10:30 2023.11.22 10:30 i
Electricity bill plan 3 3 Text content User 1 20231122 10:30 2023.11.22 10:30 i
Electricity bill plan 4 5 Text content User 1 2023.11.22 10:30 2023.11.22 10:30
Electricity bill plan 56 Text content 2023.11.22 10:30 2023.11.22 10:30
Electricity bill plan 6 666 Text content Jser 1 20231122 10:30 2023.11.22 10:30
Electricity bill plan 7 42 Text content User1 2023.11.22 10:30 2023.11.22 10:3¢
Electricity bill plan 8 122 Text content User1 20231122 10:30 2023.11.22 10:30 i
Electricity bill plan 9 431 Text content User 1 20231122 10:30 2023.11.22 10:30 i
Electricity bill plan 10 34 Text content User 1 20231122 10:30 2023.11.22 10:30 i
iter 0 per page 1 1

It has the input box search function of the basic table, and the pagination function.
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8.4.2 Adding Bill Calculation

1. Click on Electricity Statistics icon a and click on Bill Calculation in the second level menu. See Figure 8.11

below.

Figure 8.1 Electricity Statistics

Electricity Statistice Bill Calculation

Usace anc Bil. Statistics

Name

Electricity bill plan 1

Electricity bill plan 2

Electricity bill plan 3

Electricity bill plan 4

Electricity bill plan §

Electricity bill plan 6

Electricity bill plan 7

Associated Devices Count

16

23

Description

Text content

Text content

Text content

Text content

Text content

Text content

Text content

Text content

Text content

Text content

Creator

Created At

2023.11.22

202311

20231122

2023.11

2023.11.22

202311

2023.11.22

202311

202311

2023.11

10:30

22 10:30

10:30

22 1030

10:30

22 1030

10:30

22 10:30

22 10:30

22 1030

0 per page

Modified At

23.11.22
2023.11.22

Jneration

2. Click to Addicon . to display the new notification setting function, as shown in Figure 8.12

Proprietary and Confidential ©2025 Vertiv Group Corp.

on the facing page.
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Figure 8.12 Add Bill Calculation

Electricity Statistics < Add Bill Calculation
,“ Usage and Bill S1atistics
- | Basic Settings
Caleul
8 Name Biling Uina
D ($/KW-h;
e Deser

® Consistent Annually Distinguish Between Summer and Wintes

*Basic Electricity Frice

Fired Moethly Fee

| Associated Davices

© Please select the pawar devices applcable 10 the configured bl calculation

Device Name IP Address Model

UPS-ITAZ-10.146.102.22 10.146.902.22 Lisbert TAZ

] UPS-ITAZ-10.14 10.146.902.23 Lisbert (TA2 No

UPS-TAZ10.14

UPS-ITAZ-10.146.102.25 10.146.102.25 Lisbert TA2 Ne

a. Enter a name and description for the statistics.
b. Select the settlement unit (RMB (¥/kW-h), USD ($/kW-h), EUR (€/kW-h), GBP (£/kW-h)).

3. Select the calculation method (unify throughout the year/distinguish between summer and winter)
e Uniform throughout the year

Enter the basic electricity price, the fixed monthly fee and time of use electricity price are not checked by
default, if necessary, check the checkbox in front of both.

After entering a fixed monthly fee, select the time period for the time sharing. Click the first drop-down box
to enter the start time, and the second to enter the end time. The time of use tariff termination time must
be greater than the start time.

If you need to enter more time of use electricity prices, click Add icon to add new row. One row will be
added to the number of existing lines. To delete row of time of use electricity prices, click the Delete to
delete the current line, and the range of time of use electricity prices cannot coincide.

e Distinguish between summer and winter
The default season is Summer.

a. Enter the basic electricity price, the fixed monthly fee and time of use electricity price are not checked by
default, if necessary, check the checkbox in front of the two.
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b. Select the time range, the optional range is 1to 12 months, and the summertime range and the wintertime
range complement each other, a total of 12 months. The default month range for summer is April to
September.

c. After entering the fixed monthly fee, select the time period for the time-sharing. Click the first drop-down
box to enter the start time, and the second to enter the end time. The time of use tariff termination time
must be greater than the start time.

d. If you need to enter more time of use electricity prices, click Add icon to add new row. One line will be
added to the number of existing lines. To delete row of time of use electricity prices, click the Delete to
delete the current line, and the range of time of use electricity prices cannot coincide.

e. Select the season as winter and repeat the above steps a to d.

4. Check the devices that need to be associated in the Associated Equipment area, as shown in Figure 813 below.

Figure 8.13 Associated Devices

I Associated Devices

© Please select the power devices applicable to the configured bill calculation

Device Name IP Address Model Associate with Other Configurations? @
Edge-UPS 10.146.102.22 EDGE Yes
Geist IMD3 10.146.101.156 GEIST Yes
Geist IMD3 10.146.101.157 GEIST Yes
PDU_TEST1_Geist IMD3 10.169.82.202 GEIST Yes
PDU_TEST2_Geist IMD3 10.169.82.201 GEIST Yes

PDU_TEST3_Geist IMD1 10.169.82.203 GEIST Yes

NOTE: The name of the electricity charge calculation configuration cannot be duplicated with the name of the existing
electricity cost calculation configuration.

NOTE: Keep at least 1line in the time of use electricity price input box, and add a maximum of 10 lines, and the add
button will be grayed out after the restrictions are met.

NOTE: At least one device must be associated with the electricity cost calculation configuration.

NOTE: Under the calculation method of distinguishing between winter and summer, both summer and winter must be
filled in before they can be saved.

NOTE: In the configuration of power statistics and electricity charges, the electricity charges and power statistics in
different time periods are subject to the server time deployed by the Vertiv™ Power Insight.

8.4.3 Editing Bill Calculation

1. Click on Electricity Statistics icon E and click on Bill Calculation in the second level menu. See Figure 8.14 on
the facing page.
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Usace and Bil. Statistics

Electricity Statistics Bill Calculation

Name

Electricity bil plan 1

Electricity bill plan 2

Electricity bill plan 3

Electricity bill plan 4

Electricity bill plan 5

Electricity bill plan 6

I plan 7
Electricity bill plan 8
Elec bill plan 9

Electricity bill plan 10

Associated Devices Count Description
16 Text content
23 Text content
3 Text content
5 Text content
56 Toxt content
666 Text content
a2 Te

122 Text content
431 Text content
34 Text content

Creator

User 1

User 1

User 1

User 1

User 1

Created At

2023.11.22

202311

202311

202311

202311

202311

2023.11 .22

2023.11.2

202311

Modified At Doeration
10:30 2023.11.22 10:30 Edi
10:30 2023.11.22 10:30 Edi
10:30 2 1.22 10:30 Edi
10:30 2023.11.22 10:30 Edi
2 10:30 2023.11.22 10:30 Edi
10:30 2023,11.22 10:30 Edi
10:30 2023.11.22 10:3 Edi
10:30 2023.11.22 10:30 Edi
10:30 Edi

10:30 2023.11.22 10:30 Edi

10 per page 1 1

2. Click Edit to enter the edit page, as shown in Figure 815 below.

Figure 8.15 Edit Electricity Bill Calculation

< Edit Bill Calculation

| Basic Settinas

Namea

#® Consistent Annually

Basic Electrici

ed Manthly Fee

Time of Use Electricity

1 Associated D

O Please sk

Davice Mame

UPS-ITAZ-10.146.102.22

UPS-TAZ-10.146.102.23

UPS-TAZ-10.146.102.24

UPS-ITAZ-10.146.102.25

Distinguish Betv

ces applicable ta the configured bill calculation

|P Address

10.146.102.22

10.146.1

10,146.102.24

10.746.102.25

Billing Unit

n Summer and Winter

§/kWh

5/Wh

kwr-hiy

Madel

Lisbert ITA2

Liebert ITAZ

Associate with Other Configurations? @

—
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By modifying the name or adjusting the settlement unit, the calculation method, the basic electricity price, the fixed electricity
price, the time of use electricity price, and the associated equipment. When the adjustment is complete, click the Save to
complete the editing.
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8.4.4 Deleting Bill Calculation

1. Click on Electricity Statistics icon E and click on Bill Calculation in the second level menu. See Figure 8.16
below.

Figure 8.16 Bill Calculation

Electricity Statistics Bill Calculation
,-‘\ Usage and Bill Statistics
3ill Calculatio (+]

5

Name Assoclated Devices Count Description Creator Created At Modified At Operation
o roeEen T wort areart 22 1030

Electricity bill plan 2 23 Text content User 1 2023.11.22 10:30 2023.11.22 10:30
Electricity bill plan 3 3 Text content user 1 3.11.22 10:30

Electricity bill plan 4 ont User 1

Electricity bill plan 5 56 Text content User 1 2023.11.22 10:30 2023.11.22 10:30

Electricity bill plan 6 666 Text content User 1 2023.11.22 10:30 2023.11.22 10:30

Eles il plan 7 az Text content User 1 2023.11.22 10:30 2023.11.22 10:30
Electricity bill plan 8 122 Text content User 1 2023.11.22 10:30 202311.22 10:30
Electricity bill plan 9 an Text content User 1 2023.11.22 10:30 202311.22 10:30
Electricity bill plan 10 34 Text content User 1 2023.11.22 10:30 2023.11.22 10:30

Single deletion: Click on Delete on the right of the single notification setting to trigger the deletion window. See Figure 817
below.

Figure 8.17 Single Deletion Window

Delete X

Are you sure you want to delete Electricity2?

Multi-delete: Select the checkbox in the notification settings list and click the Batch Delete to trigger the deletion window. See
Figure 818 below.

Figure 8.18 Multiple Deletion Window

Delete X

Are you sure to delete the selected 1 items?

8 Power Management Proprietary and Confidential ©2025 Vertiv Group Corp. 15



Vertiv™ Power Insight v3.0 User Manual

This page intentionally left blank

16 Proprietary and Confidential ©2025 Vertiv Group Corp. 8 Power Management



Vertiv™ Power Insight v3.0 User Manual

9 System Configuration

9.1 Overview

System settings are where Vertiv™ Power Insight can view all event logs, configure notification emails, SMS, security settings,
user-defined attributes, contacts, trust certificates, and backups, restores, and upgrades.

9.1.1 Functional Modules:

The system setup includes the following functional modules:

e Eventlogs

e Notification settings

e  Security settings

e Integrated management
e User management

e Backup, restore and upgrade

9.2 Get Started Quickly

9.2.1 Rapid Deployment Steps

1. Notification configuration
Added trust certificates

Added SSL certificate

Added integrated management
Add users

Add backups

Fast restoration

® N o G A W N

Quick upgrade

9.3 Event Logs

Click on System config icon ¢ and click Event Log in the second level menu, see Figure 9.1 on the next page.
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Figure 9.1 Event Log

Integrated Management

User Management

Backup and Upgrade

System Config Event Log
,"‘ Event Log
Notification Config
g Security Config Grcurred At
o] 2024-12-1912554:53

2024-12-1912:00:28

2024-12-1911:28:56

2024-12-1910:10:29

2024-12-1910:03.04

2024-12-1909:56:15

2024-12-1909:48:37

2024-12-1818:26:52

2024-12-1817:49.03

2024-12-1817:32.15

Category

Authentication

Authentication

User Operation

User Operation

User Operation

User Operation

Authentication

Authentication

Authentication

Authentication

Event Name

Login

Logout

System backup.

Modify alarm notification

Add alarm automation

Add alarm notification

Login

Logout

Login

Logout

Total 16 items

Source Name

10.163.230.247

10.163.230.247

admin

admin

admin

admin

10.163.230.247

10.163.230.247

10.163.230.247

10.163.230.247

10 per page

Y

Operation

The event log function is mainly displayed in a table, with search and filtering and pagination capabilities. Click on Filter icon

to expand or close the filter conditions, which are divided into two conditions: date and event.

You can choose from the following date conditions: Last 1 day (default), Last 3 days, Last 7 days, Last 30 days, All, Custom

The event conditions are as follows: All (default selection), User Operation, Authentication, Alarm Notification, Alarm Linkage,

and Others.

Click Details to view log details to the right of each row in the event log table, and the details window appears, See Figure 92

below.

Figure 9.2 Event Details

Event Details

Authentication

2024-12-19 12:54:53

Login

10.163.230.247

User admin login

9.4 Notification Configuration

9.4.1 Contact List

View contacts members

1. Click on System config icon ¢ and click Notification Config in the second level menu, and the content of the

address book page will be entered by default. See Figure 9.3 on the facing page.
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Figure 9.3 Contact List

System config Noatification Config
- Event Log ContactList  Email Server  SMS Modem Notification Language
Notification Config m
| Security Config [+
0| E B Lsethame FrstHame st Mot Number ownien
User Managament Zhaa Min 236547 39@Gmail. com +86 13255885545 Edit Delete
Zhao Min +96 13255805545 Edit Delot
Backup and Upgrade
Zhso Min 613 BR5545 Edit Del
Zheo Min Edit Delete
Zhao Min V86 13255885545 Edit Del
Zheo Min Edit Del
Zhao Min Edit Del
Zhao Min 23654799 @Cmail.com 186 13255885545 Edit Delete
2hea Min Gmail com +6613255885545 Edit Delet
Zhao Min 236547 99@0m +861 Edit Del

The address book form provides basic functions, including first name, email address, and mobile phone number information.
You can perform functions such as searching, adding, deleting, and editing.

To add a member of address book:

1. Click Sytem config icon @ and click Notification Config in the second level menu, and the content of the address
book page will be entered by default. See Figure 9.3 above.

2. Click on Addicon to display the Add Contacts window, as shown in Figure 9.4 below.

Figure 9.4 Add Contacts Window

*Last Name

Must not contain spaces and the following special characters "|/

*First Name

Must not contain spaces and the following special characters |/

Email

Please proy either Email or mobile number

Mobile Number

Please provide either Email or mobile number

Cancel
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Enter the last name, first name, email, and mobile phone number, click on dropdown to modify the area code, enter the mobile
phone number, all the verification conditions are passed, click the Save, and complete the addition of contacts members. After
the addition is successful, the window disappears, and a message is displayed at the top of the screen. See Figure 9.5 below.

Figure 9.5 Edit Contact Window

° Save successful

Edit Contact

*Last Name

Please enter {{min}
Must not contain spaces and the following special characters *\/

*First Name

Please provids
Mobile Number
+86 v Please enter the phone number

Flease provide either Email or mobile number

NOTE: Only super admins can view event logs.

To delete a member of address book:

1. Click on System configuration icon lal and click Notification Config in the second level menu, and the content

of the address book page will be entered by default. See Figure 9.3 on the previous page.

Single deletion: Click on Delete on the right side of a single address book member to trigger the deletion window, as shown in

Figure 9.6 below.

Figure 9.6 Single Deletion Window

Delete X

Are you sure you want to delete wp?

Multi-delete: Select the checkbox in the address list and click Batch Delete to trigger the delete window, as shown in Figure

9.7 on the facing page.
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Figure 9.7 Multiple Deletion Window

Delete X

Are you sure to delete the selected 1 items?

9.4.2 Email Server

To configure email server:

1. Click on System config icon ¢ and click Notification Config in the second level menu, and click on the Email
Server tab, see Figure 9.8 below.

Figure 9.8 Email Server

System config Notification Config
N Event Log Contact List Email Server SMS Modem Notification Language
Notificat f
7] | Email Server u
Security Config
2 Integrated Management
example.com 25252526252525252525252525252525252525 User@somedomain.com
User Management o Tumon adminedminadminadm adm.  Email Password:  avekss
Backup and Upgrade o Yes

2. Click the Edit to display the Add Contacts windows. See Figure 9.9 below.

Figure 9.9 Edit Email Server

Edit Email Server X

9 System Configuration

Email Server

Sender Email

orma

D Authentication

Emall Username

*Send Test Email

orma

Email Service Port

Use TLS Protocol?

® Yes No

Email Password

Cancel
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Enter IPv4 or host name, email service port, sender email address, check whether to use TLS protocol, enable identity
authentication, enter email username, email password, and test email address information.

After filling in the above content, click on Send, if the content is returned above the window displays message Test email sent
successfully. Click Save to complete the mail server configuration, if it returns and system displays message Test SMS
sending fails, please make sure the phone card and SMS modem configured correctly and try again. Check the mail server
configuration again, confirm that it is correct, and try again.

9.4.3 SMS Modem

To configure SMS Modem:

1. Click on System config icon ¢ and click Notification Config in the second level menu, and click on the SMS
Modem configuration tab. See Figure 910 below.

Figure 9.10 SMS Modem Configuration

I SMS Modem m

Windows com1 1200

None 1

2. Click on Addicon to display the Add Contacts window, as shown in Figure 911 below.

Figure 9.11 Edit SMS Modem

Edit SMS Modem X
Operating System Port

Baud Rate Data Bit

Parity Bit Stop Bit

Send Test SMS

Cancel

The operating system is automatically populated based on the operating system currently used by Vertiv™ Power Insight and
cannot be edited. Select port, baud rate, data bit, parity bit, stop bit, and enter the mobile phone number to receive the test
SMS. Click on the front of the mobile phone number to modify the area code, after entering the mobile phone number, all the
verification conditions are passed, click the Send. If the all the information is correct, the window displays message Test SMS
sent Successfully. Click the save to complete the SMS modem configuration. If you return and system displays message Test
SMS sending fails, please make sure the phone card and SMS modem configured correctly and try again. Check the mail
server configuration again and try again after confirming that it is correct.
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9.4.4 Notification Language

To configure notification language:

1. Click on System config icon ¢ and click Notification Config in the second level menu. Click the Notification

Language configuration tab. See Figure 9.12 below.

Figure 9.12 Notification Language

| Notification Language m

2. Click on Add Ioon to display the Add Contacts window, as shown in Figure 913 below.

Figure 9.13 Notification Language Dropdown

Notification Language X

“Notification Language

3. The default notification language is set to English, and the options are Chinese and English. After confirming the
language configuration, click Save to complete the configuration.
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Figure 9.14 Saving Notification Language

° Save successful

Notification Language

*Notification Language

English

9.5 Security Configuration

9.5.1 Trusted Certificate

To view the list of trusted certificates:

1. Click on System Config icon

Figure 9.15 Trusted Certificate

i

and click Security Config in the second level menu, and the content of the
Trusted Certificate page will be entered by default. See Figure 915 below.

System config

,‘\ Event Log

Notification Config

Security Config

o Integrated Management
User Management
Backup and Upgrade

Security Config

Trusted Certificate SSL Certificate

& Name

a

gen-engine-cert.crt
gen-engine-cert.crt
gen-engine-cert.crt
gen-engine-cert.crt
gen-engine-cert.crt
gen-engine-cert.crt
gen-engine-cert.crt
gen-engine-cert.crt
gen-engine-cert.crt

gen-engine-cert.crt

Session Timeout

rtificat Q

Certificate Type size

et 1.686 MB.
at 1.686 MB
crt 1.686 MB
crt 1.686 MB
crt 1.686 MB
ot 1.686 MB
ot 1.686 MB
et 1.686 MB
ot 1.686 MB
crt 1.686 MB

Batch delete {{value]) Selected Clear selection

Uploaded at
2023-11-22 11:17:04
2023-11-2211:17:04
2023-11-2211:17:04
2023-11-2212:17:04
2023-11-22 11:17:04
2023-11-2211:17:04
2023-11-2211:17:04
2023-11-2211:17:04
20231122 11:17:04

2023-11-2211:17:04

Total 111 items

Expires On
2023-11-28 09:44:05
20231128 09:44:05
2023-11-28 09:44:05
2023-11-28 09:44:05
2023-11-28 09:44:05
2023-11-28 09:44:05
2023-11-28 09:44:05
2023-11-28 09:44:05
20231128 09:44:05

2023-11-28 09:44:05

10perpage v

Operation
Detail Delete
Detail Delete
Detail

Detail Delete
Detail Delete
Detail Delete
Detail Delete
Detail Delete
Detail Delete

Detail Delete
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The trust certificate form provides basic functions, including the name, certificate type, size, upload time, and expiration date.

A trust certificate is added.

2. Clickon Addicon to display the trust certificate window, as shown in the Figure 9.16 below.

Figure 9.16 Add Trusted Certificate

Add Trusted Certificate x
Select file

File Name Size Status

certification. der 0Bytes Waiting for Upload

After the file is uploaded, the file will be verified, and if the upload fails, there are several possibilities:
1. The format of the imported certificate does not meet the requirements, and the message The file format is
incorrect is displayed.
2. The certificate has expired.

3. Ifthe uploaded certificate already exists (based on the certificate fingerprint), the message indicates that the
certificate already exists.

4. If the imported certificate cannot obtain the complete certificate information due to encryption or data loss, the
message The complete information of the certificate cannot be obtained, please make sure that the certificate is
not encrypted and the information is complete is displayed.

5. The certificate cannot exceed 5 MB, and the message The uploaded file size cannot exceed {{XXJ} is displayed
when it is exceeded.

Click on the Select file to upload the trust certificate file, the file format is indicated by the file type on the right side of the
reference, confirm that the file is correct, and click the Upload to complete the upload of the trust certificate. After the upload
is complete, check whether the trust certificate file exists in the trust certificate list.

NOTE: The certificate cannot exceed 5 MB.
NOTE: Trust certificate files 0 KB to 1000 KB show KB, and more than 1000 KB show MB.
NOTE: Only one certificate file can be uploaded at a time, and the supported file formats are: .der, .crt, .cer, .pem.

To view the Details of the Trusted Certificate:

1. Click on System Config icon * and click Security Config in the second level menu, and the content of the
trust certificate page will be entered by default. See Figure 917 on the next page.
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Figure 9.17 Trusted Certificate

System config

a2 Event Loa

Notification Config
Integrated Management
User Management

Backup and Upgrade

Security Config

Trusted Certificate

B Name

gen-engine-certrt
gen-engine-certcrt

gen-engine-cert.crt

gen-en;

gen-engine-c
gen-engine-cert.crt
gen-engine-cert.crt

gen-en; rtert

gen-eng

e-certort

e-cert.crt

SSL Certificate Session Timeout

Certificate Type

Size Uploaded at

1,686 MB. 2023-11-22 12:17:04
1,686 MB. 2023-11-22 11:17:04
1,686 MB 2023-11-2211:17:04
1.686 MB. 2023-11-2211:17:04
1.686 MB 2023-11-22 11:17:04
1.686 MB 2023-11-22 11:17:04
1.686 MB 2023-11-2211:17:04
1.686 MB 2023-11-2211:17:04
1,686 MB 2023-11-22 11:17:04
1.686 MB. 2023-11-22 11:17:04

Expires On

2023-11-28 09:44:05

2023-11-28 09:44:05

2023-11-280

2023-11-2809

2023-11-28 09:44:05

20231128 09:44:05

2023-11-28 09:44:05

10 per page

Operation

2. Click on Details to display the trust certificate details window, as shown in Figure 918 below.

Figure 9.18 Trust Certificate Details Window

Trust Certificate Details

www.vertiv.com

www.vertiv.com

2021-10-02 02:56 -- 2026-10-01 02:56

80:41:ec:fa:f2:39:f3:ea:dc:4b:8a:68:95:89:32:e

To delete the trust certificate:

1. Click in the System Config icon Q

the trust certificate page will be entered by default. See Figure 9.19 on the facing page.
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Figure 9.19 Deletion of Selected Trusted Certificate

System config Security Config
" Event Log Trusted Certificate SSL Certificate Session Timeout
Notification Config
O Integrated Management B8  Name Certificate Type Size Uploaded at Expires On Operation
User Management ©  genenginecertcrt o 1.686 MB 2023-11-22 11:17:04 2023-11-28 09:44:05
gen-engine-cert.crt at 1686MB 2023-11-22 11:17:04 2023-11-28 09:44:05
Backup and Upgrade
gen-engine-cert.crt crt 1.686 MB 2023-11-28 09:44:05

gen-engine-cert.crt crt 1686 MB
gen-engine-cert crt crt L1686 ME
gen-engine-cert.crt crt L1686 MB 2023-11-28 09:44:05
gen-engine-cert.crt ot L686MB 2023-11:28 09:44:05
gen-engine-cert.crt et 1686 MB 2023-11-28 09:44:05

crt 1,686 MB 2023-11-28 09:44:05

crt 1,686 MB 2023-11-28 09:44:05

Total 111 iter 10 per page ¢ ¢ 1

Single deletion: Click on Delete on the right of a single trust certificate to trigger the deletion window, as shown in Figure 9.20
below.

Figure 9.20 Single Deletion Window

Delete X

Are you sure you want to delete test2?

Multi-deletion: Select the checkbox in the list of trusted certificates and click Batch Delete to trigger the deletion window, as
shown in Figure 921 below.

Figure 9.21 Multiple Deletion Window

Delete X

Are you sure to delete the selected 1 items?
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9.5.2 SSL Certificate

To view the SSL certificate:

1. Click on System Config icon ¢ Click Security Configuration in the second level menu, and click the SSL
Certificate tab, see Figure 922 below.

Figure 9.22 SSL Certificate

I SSL Certificate n

MTP Platform MTP Platform 2034-06-23 13:12:28

a5:a6:db:d5:be:5e:73:15:d0:3a:7d:cf:9.

On the SSL certificate page, the fields are displayed, including the issuing authority, issuance object, expiration date, and

certificate thumbprint (SHA256), and the certificate fingerprint can be copied by clicking the Copy icon I:l at the end of the
certificate fingerprint.

Replace the SSL certificate:

1. Click on the System Config icon * Click Security Configuration in the second level menu, and click the SSL
certificate tab, see Figure 9.23 below.

Figure 9.23 SSL Certificate

| SSL Certificate m

MTP Platform MTP Platform 2034-06-2313:12:28

a5:a6:db:d5:be:5e:73:15:d0:3a:7d:cf:9

2. Click Edit to enter the edit page, see Figure 924 below.

Figure 9.24 Replace SSL Certificate

Replace SSL Certificate X

Attention! After successful certificate replacement, the system will restart

Select file
File Name Size Status
SSL certification.p12 9 Bytes Waiting for Upload

*SSL Certificate Password
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After the file is uploaded, the file will be verified, and if the upload fails, there are several possibilities:

1.

If the certificate password error prompts: The certificate replacement failed, and the certificate password entered
is incorrect, enter the correct certificate password.

If the certificate has expired, upload it again.
The uploaded certificate is the same as the current certificate.

If the uploaded .p12 certificate store contains O or more certificates: Replacing the certificate failed, make sure
that there is only one certificate in the uploaded certificate file.

If the uploaded certificate does not meet the requirements of RSA 2048, the uploaded certificate does not meet
the requirements of RSA 2048.

Click the Select file to upload the SSL certificate file, the file format is prompted by the file type on the right side of the
reference, confirm that the file is correct, enter the SSL certificate password, confirm the password, and click the Upload to
complete the upload of the SSL certificate. After the upload is complete, you will receive a message indicating that the
replacement certificate is successful, and the system will restart the system soon, and the system will display to the following
page, see Figure 925 below.

Figure 9.25 Application Starting Interface

¢ VERTIV.

Application starting90 %, please wait

NOTE: The fingerprint of an SSL certificate is encrypted using SHA256.

NOTE: When the certificate is regenerated, the validity period is set to 10 years. After the certificate is replaced, the
system restarts.

NOTE: Upload files: You can only upload one file at a time. The file size cannot exceed 5 MB.

NOTE: When you upload a file in .p12 or .pfx format, the file name is displayed.

NOTE: If the certificate replacement is abnormal, the Certificate Replacement window is not hidden.

9.5.3 Session Timeout

To view the session timeout:

1.

Click in the System Config icon Q Click Security Configuration in the second level menu, and click the
Session Timeout tab, and the page is displayed as follows:
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Figure 9.26 Session TImeout Window

Integrated Management
User Management

Backup and Upgrade

= ¥ Power Insight ¢ ) admin ~
System Config Security Config
@ EventTog Trusted Certificate SSL Certificate Session Timeout
Notification Config
@ N
E—— I Session Timeou m

You can view the session timeout limit and support editing and modification functions.

To edit the session timeout:

1. Clickin the System Config icon Q Click Security Configuration in the second level menu, and click the

Session Timeout tab. See Figure 9.27 below.

Figure 9.27 Session Timeout

System Config Security Config

7\ Eventlog Trusted Certificate SSL Certificate Session Timeout
Notification Config

a 1 Session Timeout

Integrated Management

User Management

Backup and Upgrade

2. Click Edit to enter the edit page, as shown in Figure 9.28 below.

Figure 9.28 Edit Session Timeout

Edit Session Timeout

Changes will take effect after the user's next login

+Session Timeout (Minutes)

31

Cancel

After clicking Edit, the session timeout period is set to 30 minutes by default, and enter an integer from 1to 60, when you click
Save, the message appears that modification is successful, the window disappears, and the session timeout modification is

completed.

NOTE: The changes will take effect after the user's next login.
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9.6 Integrated Management

To check out integration management:

1. Click on System config icon a and click Integrated Management in the second level menu. See Figure 9.29

below.

Figure 9.29 Integrated Management

Integrated Management

Name API Key AP Secret Access Host Access Type Created at Operation

Test 3g6UNUFT a3d36f5eb3288d3b1f4ef9fe397cfae79e98b292adc4. 10.169.82 42 VMWare plugin 2024-12-17 18:06:21 E

Total 1 items 10 per page 1

On the integrated management page, hover the mouse to directly copy a single piece of data in an API Key or API Secret, and

click the Copy icon[l to complete the copy.

To add integrated management:

1. Click on System config icon ¢ and click Integrated Management in the second level menu. See Figure 929
above.

2. Click on Addicon to display the new integrated management, as shown in Figure 9.30 below.

Figure 9.30 Add Integrated Management

Add Integrated Management X

Access Type

Name

Access Host Address

1Pv4

Cancel

Added the content of the integrated management window, the access host type cannot be selected, and the default is
VMware Plugin. Enter the name and host address interface in turn, click the switchable address type in dropdown arrow
(IPv4, IPvB, hostname), make sure that the information is filled in correctly and pass the verification, and click the Save to
complete the new integration management.
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To edit integration management:

1. Click in the System Config icon Q Click Integrated Management in the second level menu. See Figure 9.29

on the previous page.

2. Click the Edit to display the edit integration management, as shown in Figure 9.31 below.

Figure 9.31 Saving Integration Management

Edit Integrated Management X

*Access Type
Name

P

Access Host Address

.

3. Edit the content of the integration management window, the access host type cannot be selected, and the
default is VMware Plugin. Enter the name and host address interface in turn, click the switchable address type
(IPv4 hostname). Ensure that the information is filled in correctly and pass the verification, and click the Save to
complete the new integration management.

To delete integration management:

1. Click on System config icon ¢ and click Integrated Management in the second level menu. See Figure 929
on the previous page.

Single deletion: Click on Delete on the right side of the single integration management to trigger the deletion window, as
shown in Figure 9.32 below.

Figure 9.32 Single Deletion Window

Delete X
Deleting will disconnect the host using the API key from Power Insight
Are you sure you want to delete Test?

Multi-delete: Select the checkbox in the integrated management list and click the Batch Delete to trigger the deletion window,
as shown in Figure 9.33 on the facing page.
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Figure 9.33 Multiple Deletion Window

Delete X

Deleting will disconnect the host using the API key from Power Insight,
Are you sure to delete the selected 1 items?

9.7 User Management

To view the list of user management:

1. Click on System config icon Q and click User Management in the second level menu. See Figure 9.34 below.

Figure 9.34 User Management

System Config User Management
I~ Event Log
Notification Config ©
Security Config Usemame User Access Mobile Number Email Createdat Operation
e wp Advanced User +86 18754654654 Wei Pan Alec@vertivco.com 2024-12-1718:08:04
Integrated Management
admin Admin - Wei Pan Alec@vertiv.com 2024-12-1117:2318

User Manageme

Backup and Upgrade otal 2items 10 per page 1

In the integrated management interface, you can view the basic information of user management, including username, user
permissions, mobile phone number, email address, and Created at, and can operate basic functions such as search, pagination,
addition and deletion.

To add a new user:

1. Click on System config icon Q and click User Management in the second level menu. See Figure 9.34 above.

2. Click on Add Ioon to display the Add User window, as shown in Figure 9.35 on the next page.
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Figure 9.35 Adding New User

Add User X

*Username *User Access

Standard User

Please enter 1-32 characters

Password *Confirm Password

Mobile Number *Email

+86
Please input ema

Cancel

Enter the username, select the user permission (standard user/advanced user), enter the password and confirm the password
(the two must be the same), enter the mobile phone number and email address, and after passing all the verifications, click the
Save to complete the new user operation.

NOTE: The username cannot be the same as an existing username.

NOTE: Please enter 10 to 108 characters for the password and must contain uppercase and lowercase characters and
numbers.

To edit the user:

1. Click on System config icon Q and click User Management in the second level menu. See Figure 9.34 on the

previous page.

2. Click Edit, to display the Edit User window, as shown in Figure 9.36 below.

Figure 9.36 Edit User Information

Edit User X
Username User Access
Mobile Number *Email

Cancel

In edit mode, the username cannot be modified. You can adjust the permissions, mobile phone number, and email address,
and click the Save to complete the editing operation after confirming that they are correct.
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To change password:

1. Click on System config icon a and click User Management in the second level menu. See Figure 9.34 on
page 133.

2. Click Edit to display the Edit User window, as shown in Figure 9.37 below.

Figure 9.37 Password Configuration

Password Configuration X

© Password must include uppercase and lowercase letters, and numbers

Minimum Length

10

Passwiord validity period

Valid forever

Cancel

In the password configuration window, two options are displayed: password complexity and password expiration date. The
password complexity displays the minimum length integer input box. The default is 10. It is recommended to enter an integer
from 10 to 108 in the placeholder Please enter an integer from 10 to 108.

If you select Periodic Change, the integer input box of Password Validity Time will be displayed, the default is 365, the unit is
days, you can enter an integer of 1-9999, and the placeholder is Please enter an integer between 1-9999. See Figure 9.38
below.

Figure 9.38 Password Configuration

Password Configuration X

© Password must include uppercase and lowercase letters, and numbers

Minimum Length

10

Password validity period

Change regularly

Password Valid Time (days)

Cancel

When the password complexity takes effect:

* System Configuration: When creating a new user/changing a user's password, the user's initial password is
restricted to the new password complexity requirement, and the message is updated to the new password
complexity requirement.

e System Login Page: Forgot Password/New User Login, When Changing Password, the new password of the user
needs to use the new password complexity requirement, and the message is updated to the new password
complexity requirement.

9 System Configuration Proprietary and Confidential ©2025 Vertiv Group Corp. 135



Vertiv™ Power Insight v3.0 User Manual

136

Click on the username in the upper right corner to enter the profile, and when changing the password, the user's
new password needs to use the new password complexity requirements, and the information is also updated to
the new password complexity requirements.

When the password expires:

NOTE: Password validity calculation is valid for all users of the system.

After a user's password is changed, the validity period is restarted.

After the validity period of the password is changed from Forever valid to Regularly changed, the validity period
will be calculated.

After the validity period of the password is changed from Regularly Changed to Forever, the validity period will no
longer be calculated.

Password expiration window.

Three days before the expiration of a user's password, after the user logs in, the message displays The password
is about to expire, please change the password.

After the password expires:

After the user logs in with the original password, user will be redirected to the Password Change Page, and the message The
original password has expired, please set a new password displays, as shown in Figure 9.39 below.

Figure 9.39 Password Change

& Power Insight
p =

After entering the new password and confirming the password, click the OK to confirm that it is correct.

If the password is successfully changed, the message Password change successful, please log in with a new password is
displayed, and the login page is returned, and the user needs to log in again with the new password. Click the Back to return to
the login page. See Figure 940 on the facing page.
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Figure 9.40 Password Change Successful

% Power Insight

Change Password

ontim

If the password change fails and the message displays that the password change has timed out, click Back to try again and
return to the login page, which requires the user to log in again with the new password. Click the Back to return to the login
page. See Figure 9.41 below.

Figure 9.41 Password Change Fail

% Power Insight

NOTE: Only the super administrator can enter the User Management function, modify the user password
configuration, and delete the user.

To delete the user:

1. Click on System config icon ¢ and click User Management in the second level menu. See Figure 9.34 on

page 133.

Single deletion: Click on Delete on the right side of the single integration management to trigger the deletion window, as
shown in the Figure 9.42 on the next page.
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Figure 9.42 Single Deletion Window

Delete X

Are you sure you want to delete wp?

Cance' m

Multi-delete: Select the checkbox in the integrated management list and click Batch Delete to trigger the deletion window, as
shown in Figure 9.43 below.

Figure 9.43 Multiple Deletion Window

Delete X

Are you sure to delete the selected 1 items?

9.8 Backup, Restore, and System Upgrade

9.8.1 Backup

1. Click on System config icon Q and click Backup and Upgrade in the second level menu. See Figure 9.44
below.

Figure 9.44 Backup and Upgrade

[~ ] System Config Backup and Upgrade
w Evarst Lsg Backug Restare System Lipgrade
Hotificabion Config
9 Sopr ity Canfeg Bt
0 m

Tt ated Management

1 Bac boap Regands
User Management

Baciox Mame Backed Up s Sywiwen Vernon Statn

Backup

The backup function obtains the backup path by default and displays the backup file save path based on the system where
Vertiv™ Power Insight is located.

Linux: /var/opt/VertivBackup

Windows: C:\\Users\Default\AppData\Local\VertivBackup
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1. Click on Backup to display the backup confirmation box, as shown in Figure 9.45 below.

Figure 9.45 Backup Confirmation Box

Backup X
Estimated space needed: 883MB
Available space: 10.973GB

Start backing up?

After confirming that the space is sufficient, click the Confirm, and the page will return to the backup interface, and the
backup record shows that the backup is in progress. See Figure 9.46 below.

Figure 9.46 Backup Record

I Backup

I Backup Records

Backup Name Backed Up at System Version Status
2024-12-1911:28:18 300
VertivBackup-20241218140939 2024-12-18 14:09:39 3.00 Backup successf
Total 2 items 10 per page 1 1

After the backup is complete, the backup result is displayed. See Figure 947 below.

Figure 9.47 Backup Result

Backup and Upgrade

Backup Restore System Upgrade

I Backup
| Backup Records
Backup Name Backed Up at System Version Status
VertivBackup-20241219112818 2024-12-1911:28:18 300
VertivBackup-20241218140939 2024-12-18 14:09:39 300
Total 2 items 10 per page 1 /N

NOTE: If the Expected Required Hard Disk Space is greater than the Available Hard Disk Space, a message indicating
that the remaining hard disk space is insufficient is displayed and cannot be backed up.

NOTE: If a backup path does not exist, the system automatically creates a backup path.

NOTE: During the backup process, the system cannot be backed, restored, or upgraded.
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Backup Records

The backup recording function mainly records the user's previous backup operations, which is displayed through a table and

has a pagination function, as shown in Figure 9.48 below.

Figure 9.48 Backup Records

| Backup Records

Backup Name

VertivBackup-2023.11.22 10:20:30

File name 1111111

File name TN

File name 1M1 NN NIITINITNITININMNININNNNN

File name 1111111111111 111111111111111111111111111111111111 11

Backed Up at

2023.11.22 10:20:30

2023.11.22 10:20:28

2023.11.22 10:10:25

2023.11.22 10:00:25

2023.11.22 10:10:25

System Version

2.0

2.0

20

20

10 per page

Status

Backup failed

Backup failed

9.8.2 Restore

Restore files cannot be recovered across operating systems, that is, files backed up by Vertiv™ Power Insight on windows

cannot be recovered from Power Insight on Linux.

Click on System config icon ¢ and click Backup and Upgrade in the second level menu, and click the Restore tab, see

Figure 9.49 below.

Figure 9.49 Restore

Backup and Upgrade

Backup Restore System Upgrade

| Backup File List
Backup Name Backed Up at File Size

File name 1111111111171111111111111I17 2023.11.22 10:20:30 2668

File name 11111111111111111111111112 2023.11.22 10:20:28 2668
File name 1111111111111111111111113 2023.11.22 10:10:25 2.6GB
File name 1111111111111111111111111114 2023.11.22 10:00:00 2.6 GB

Backup

Vers

n

10 per page

Operation

The restore list provides pagination, deletion, and download functions to facilitate users to operate the existing backup

content.

Restore Quickly

Find the expected restore file in the backup file list, click on Restore on the right to turn on the restore function, and a second

confirmation will appear, see Figure 950 on the facing page.
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Figure 9.50 Backup Confirmation

Confirm X

219112818 to
during the restoration

Confirm using backup file VertivBacku
restore the system? Services will be pa
process

After clicking Confirm, turn on the Quick System Restore function, and enter the restore interface when the backup file is
correct, as shown in Figure 951 below.

Figure 9.51 System Upgrade in Process

a Power InSight

System upgrade in progress

After completing the system restore process, move to the interface.
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Figure 9.52 System Upgrade Successful

0 System Upgrade Successful

The system is about to restart, the restart will take

approximately 5-10 minutes

roup Corp. All rights

Custom Restore

Click the Custom restore below the list of backup files, and a window will appear, as shown in Figure 9.53 below.

Figure 9.53 Custom Restore

Custom restore X

© After placing the backup file in the Backup File Path, you can use it to restore the
system. The svstem will pause during the restoration process.

Admin Password

Backup File Path

Backup Name

Cancel

The system automatically obtains the backup path and cannot modify it. After filling in the super administrator password and
the name of the backup file, confirm again that no modification is required, and click Confirm to enable the custom restore
function, as shown in Figure 954 on the facing page.
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Figure 9.54 System Upgrade in Progress

a Power InSight

System upgrade in progress

After completing the system restore process, move to the interface:

Figure 9.55 System Upgrade Successful

o System Upgrade Successful

art, the restart will take

If the system restore fails, you will be redirected to the following page, see Figure 9.56 on the next page.
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Figure 9.56 System Restore Failed

9.8.3 System Upgrade

Click on System Config icon

tab, see Figure 9.57 below.

Figure 9.57 System Upgrade

Q) Restore failed, backup file does not exist
© Restore failed, backup file data is incorrect or damaged

€) system Restore Failed
Please enter the system to retry the restore
operation.If it still fails, please contact
technical support for assistance

Vertiv Group Corp. All rights reserved

and click Backup and Upgrade in the second level menu, and click the System Upgrade

System Config

Backup and Upgrade

User Management

before upgrading. The system will

a Event Log Backup
Notification Config

7] 1 Upload Upgrade File
Security Config

3 © ntisre
Integrated
Management Select file

I Upgrade Record

temporarily pau

s during the upgrade process

Version After Upgrade

10 per page
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To upload the upgrade file:

Click the Select file to upload the upgrade file, the file format refers to the file type appears on the right side, confirm that the
file is correct, and click the Upgrade to trigger the upgrade file verification, as shown in Figure 958 below.

Figure 9.58 Upload Upgrade File

| Upload Upgrade File

© Itis recommended to backup before upgrading. The system will temporarily pause services during the upgrade process

FlleName vertiv 40KB File validating

After the file verification is completed, you will enter the system upgrade process interface, as shown in Figure 959 below.

Figure 9.59 System Upgrade in Progress

a Power InSight

System upgrade in progress

When the upgrade is successful, complete the rapid system upgrade, as shown in Figure 9.60 on the next page.
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Figure 9.60 System Upgrade Successful

Q System Upgrade Successful

The system is about to restart, the restart will take

approximately 5-10 minutes

NOTE: The upgrade file cannot exceed 500 MB.
To upgrade records:

The upgrade history list allows you to view previous upgrade records, including the upgrade time, pre-upgrade version, post-
upgrade version, status, pagination, and the ability to view detailed logs. See Figure 9.61 below.

Figure 9.61 Upgrade Record

| Upgrade Record

pgraded At Version Before Upgrade Version After Upgrade Status pdate Logs

-22 18:20:07 1.0 20
2023-11-22 18:20:07 1.0 20 grade f.
2023-11-22 18:20:07 1.0 20

tal 111t 10 per page 1

When you need to view the detailed upgrade record date, click on Details to trigger the window as shown in Figure 9.62 on
the facing page.

146 Proprietary and Confidential ©2025 Vertiv Group Corp. 9 System Configuration



Figure 9.62 Update Logs

Vertiv™ Power Insight v3.0 User Manual

Update Logs x

V2.0.0

1. New function: Backup and restore function

Description: A new backup and restore module is added, allowing administrators to
create, edit and delete user accounts.

2. New features: Backup and restore function
Description: A new backup and restore module is added, allowing administrators to
create, edit and delete user accounts.

3. Optimization function: Device search function
Description: Optimized the performance and accuracy of the search function, and
improved the sorting and filtering capabilities of search results,

4. Security fix: Device search function

Nacrsintinn: NatHmivd@'tha nadarmancs and aeeiimms aftha canoeh finctinn and

Click Confirm, and the window will disappear to end this detailed view.
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10 Troubleshooting

Table 10.1 Common Problems

Problem

Description

Vertiv™ Power Insight v3.0 User Manual

Resolution

1. Enable the Windows Show Hidden Files and Folders feature.
2. Delete the Power Insight program folder, the default path is
Vertiv™ Power ) . ) C\P Files\TrellisP sl
Insight is not A failed Power Insight uninstall “\Program Files\TrellisPowerInsight .
nsig ) )
1 uninstalled in results in program files and 3. Delete the Power Insight database folder in
Windows. database files remaining on disk. C\Users\Default\AppData\Local\TrellisPowerlnsight.
4. Delete the Power Insight registry folder at C:\Program
Files\Zero G Registry.
1. Goto the Windows registry.
2. Locate \HKEY_LOCAL _
MACHINE\SYSTEM\CurrentControlSet\Services\postgresql-
_ . If the default data directory for x64-9.5. Register entries.
Intelligence Engine . )
data loss after PostgreSQL is C:\Users\Default, it 3. Click ImagePath to change the default data directory to
2 will be overridden b :
updating Windows _‘/ A C:\Users\Default.
C:\Users\Default.migrated during ) L _
10 ) 4. Restart the following services in Services:
the Windows 10 update.
a. Postgresql-x64-9.5
b.  TRELLIS Intelligence Engine MSS Engine Service
c. Trellis Application Framework
1. Power Insight is installed with a World Wide Web connection,
and third-party libraries are automatically downloaded when
installed.
2. First, install the following dependencies in various ways:
a. Net-tools
b.  Psmisc
Power Insight c. Log4cpp
Linux version failed | The installation package for Power d.  jsoncpp
3 to install under Red | Insight Linux does not contain any e net-snmp
Hat (75,76 or 7.7 third-party dependencies.
repository). f. openss|
g. postgresq|
h.  postgresgl-contrib
i.  postgresql-server
jo libpgxx
k. glibmm24
3. Installit again.
After the remote
automation agent | Windows or Linux firewall disables
M is installed, it port 3029 by default (the 1. Turn off the firewall or turn on port 3029 of the remote
cannot communication port used by the computer.
communicate with | automation agent).
Power Insight.
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Table 10.1 Common Problems (continued)

Problem .
Resolution

Description

Firefox:

Always allow or block media autoplay

To always allow or block autoplay for all media with audio or video

1. Click the menu button = and select Settings .

2. Select the Privacy & Security panel and go down to the Permissions section
(or enter autoplay in the Find in Settings search box).

B General

@ Home Permissions

Q search © Location Settings.
W Camera Settings.

B Privacy & security
& Microphone Seftings..

~

& syne

’ &) Notifications Learn more Sefings.

Pause potifications until Firefox restarts

3. Click the Settings.. | button next to Autoplay.
After the browser is refreshed, 4. Use the Default for all websites drop-down menu to select how you want Firefox to handle media autaplay for
according to the default settings of all websites.

) the browser, if the user does not Settings - Autoplay %
There is no alarm h h b
5 Sound Operatet € page’t ere wi €no Default for all websites:  Block Audio v
alarm sound. If you need to play an Vou can manage the ste: Allow Aucio and video et safiare e
alarm sound at all times, refer to the seorch webste MM
. . Block Audio and Video
reference image and link.
Edge:
F C a @t jsattings/content
S
& Protected contant 03 5
Settings 0 Cipbosra N
® Pofies & Pament bancirs N
@ Privacy, search, and services e
@ Appearance m ,
o sidebar
B Start home, and new tabs 4 Insecure contant >
@ Share, copy and paste ’ ’
| B Cookdes and site permissions e Virtual reality 5
(@ Default browser 8

& Downloads € Augmented reality 4
& Fomily safety : :

% Langu
At Languages ™.

Google: https://supportmozilla.org/en-US/kb/block-autoplay

In this case, you need to manually delete the data of the Power Insight, and the
deleted data directory includes:

1. Delete the installation directory: The default directory is:
C\Program Files\Trellis Application Manager. If the user
selected a different directory during installation: it is {user-

Uninstall Failed: A
message indicating

that the J VM
atthe Java Power Insight data affects defined directoryNTrellis Application Manager.
6 cannot be found, )
resulting in a offloading 2. Delete the data directory: The default directory is:
illuie i unlinsiall C\Users\Default\AppData\Local\PowerInsight. If a user wants
the software. to keep a data directory, they can delete it. If the user selected a
different directory during installation, remove: {user-defined
directory}\Powerlnsight.
3. Delete registry data: C:\Program Files\Zero G Registry.
Failed to receive ) ) The 3G network is required to send SMS messages (operators are gradually
A 3G network is required to send .
7 the SMS alert SMS turning off the 3G network, and SMS modems can only use 3G to send SMS).
notification ' Only TD8411(3G) SMS modems are supported.
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Appendices

Appendix A: Technical Support and Contacts

A.1 Technical Support/Service in the United States

Vertiv Group Corporation

24x7 dispatch of technicians for all products.
1-800-543-2378

Liebert® Thermal Management Products
1-800-543-2378

Liebert® Channel Products
1-800-222-5877

Liebert® AC and DC Power Products

1-800-543-2378

A.2 Locations

United States
Vertiv Headquarters
505 N Cleveland Ave
Westerville, OH 43082
Europe
Via Leonardo Da Vinci 8 Zona Industriale Tognana
35028 Piove Di Sacco (PD) Italy
Asia
7/F, Dah Sing Financial Centre
3108 Gloucester Road, Wanchai

Hong Kong

Appendices Proprietary and Confidential ©2025 Vertiv Group Corp. 151



Vertiv™ Power Insight v3.0 User Manual

This page intentionally left blank

152 Proprietary and Confidential ©2025 Vertiv Group Corp. Appendices



Connect with Vertiv on Social Media
https://www.facebook.com/vertiv/
https://www.instagram.com/vertiv/

https:/www.linkedin.com/company/vertiv/

HEOA

https:/www.x.com/Vertiv/
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